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COOUA, 2026 2.

JlucepTallMOHHUAT TPy € 00CHIEH U HACOUCH 3a 3aimuTa oT KareapeHus: cbBeT
Ha Katenpa ,,KommioTepHu cucteMu kbM Dakynrer KommoTbpHH cucTeMH U
texHosioruu Ha TY-Codus Ha peoBHO 3acenanue, mposeaeHo Ha 20.10.2025 1.

[TybnyuuHaTa 3ammra Ha TUCEPTAIMOHHUS TPy e ce cheton Ha 27.01.2026 T
ot 15:00 yaca B Kondepentnara 3ana Ha BUI] Ha TexHMYEeCKH YHHBEPCUTET —
Codust Ha OTKPUTO 3acelaHne Ha HAyIHOTO KYPH, OIpeiesieHo che 3amoBen Ne OXK-
5.3-59/30.10.2025r1. Ha Pexropa Ha TY-Codus B cbcTas:

1. IIpod./I-p Munena Kupuosa Jlazapopa-Muriea — npezacenaren
2. Ilpod.A-p I'eopru Ununues [lonoB — HayueH cekpeTap

3. [Ipod.d-p Huna BacuneBna Cunsarvuna

4. ITpod./I-p Aranac Benko AtranacoB

5. [Ipod.JI-p Mapuana EBcraruesa [opanoBa

Penenzenrnu:

1. [Tpod.I-p Munena Kupunosa JlazapoBa-MurieBa
2. Ilpod.A-p Huna Bacunerna Cunsiruna

Marepuanure mo 3ammurara ca Ha paslOIOKCHHE HAa WHTEPECYBAILUTE CE B
kaHuenapusta Ha @akynrer KommorbpHu cuctemu u texHonoruu Ha TY-Codus,

ook Nel, kabuneT Ne 1443-A.

JucepTaHThT € pEelOBEH JNOKTOPAaHT KbM Karenpa ,,KoMIIoTbpHH cUCTEMH  Ha
@akynrer KommorepHn cucremu W TexHouoruu. HM3cimeasanusAra 1o
JUCepTallMOHHATa pa3paboTKa ca HalpaBEeHUW OT aBTOpa, Karo HSIKOM OT TIX ca
MOAKPENEHN OT HAYYHOU3CIIEIOBATEIICKUA MPOCKTH.

ABTOp: Mmar. uax. JIrooen Hukomnos
3ammaBue: MeTonu U CpeACTBa 3a OCUTYPsIBAHE Ha 3alllUTa Ha YeO MPUIIOKEHUS
Tupax: 30 6pos

Otneuvarano B UIIK na Texunuecku ynuepcuret — Codus



[. OBIIA XAPAKTEPUCTUKA HA TUCEPTAIIMOHHMUS TPY/]

AKTyaJIHOCT Ha mpoodJiema

[IpeMuHaBaHETO KbM JUCTAHIIMOHHA PabOTa OT BKBIIHU CE€ MPEBPbBINA B ,,HOBATA
HOpMa“ 1o BpeMe Ha maHaemusTa. OT Ha4aloTO Ha TAHIEMHUSATA BH3HUKBAJIHUTE
KrOep3aruiaxy ce yBeIMYaBaT, KOeTo JoBexkaa ¢ a0 600% yBenmuueHue Ha
KHOEpIpecThITHOCTTA. KHOSPIPECTHITHAIIUTE W3IOJI3BAT Pa3IMuyHU KaHaIM 3a
CTapTHPAHETO HA XaKePCKU aTaku, BAPUPAIIH OT TPAIUIIMOHHA U3MaMH C aTaKH THIT
(UIIUHT TI0 UMEHIT 10 CJIOKHHM TAKTHKU KaTo BMBKBAaHE Ha 3JIOHAMEPEH CKPHIIT B
ye6 crpanumu Cross Site Scripting (XSS) m SQL wumxkexTupane, eSAIIH
W3BJIMYAHETO Ha YYBCTBUTCITHH JTAHHH.

B Hacrosiys MOMEHT PHCKOBETE 33 KMOEPCUTYPHOCTTA Ca MO-KPUTHYHU OT
BCSIKOTA. bposT Ha )KepTBUTE, MOPAIX "M3TOYBAHE" HA JAHHU CJIEICTBUE HA XAKEPCKU
araku ce yBenuuana ¢ 210% mpe3 Tperoto TpuMeceune Ha 2022 T. B CpaBHEHUE C
BTOPOTO TPHUMECEYHME Ha chllaTa TOJWHA. YBEJAOMJICHMATA 3a HApyIIaBaHE Ha
nanHute eckanupar ot 19 npe3 2019 1. o 617 npe3 2022 1.

C pa3ButueTo Ha MH(GOPMAIMOHHUTE TEXHOJOTUU M HapacTBallara UM pois B
CbBPEMEHHUS TUTUTAJIEH CBAT, CUTYPHOCTTAa Ha CO()TyEpHUTE CUCTEMM CTaBa BCE
M0-BaXKHA. YCKOPEHOTO BHEIPSIBAHE HAa HOBM TEXHOJIOTMM Karo OOJayHU YCIYTH,
uHTepHeT Ha Hewata (IoT), MammHHO 00yYeHHe U U3KYCTBEH UHTEEKT MOCTAaBs MO/
3amiaxa KpUTHUYHUTE WHOOPMALMOHHM WHQPACTPYKTYypU U JIMYHUTE JaHHU.
3amuTara Ha MHQOpPMALMATA U CUTYpPHOCTTa Ha yeO MPHIIOKEHUSTAa W3HUCKBAT
BHE/IPSIBAHETO HA MOAXOAM M MHCTPYMEHTH, KOMTO MOTraT JAa HIECHTU(GULUpPAT U
CMEKYar 3arjIaxuTe Mo BpeMe Ha BCUUKHU €Tanu Ha pa3paboTkaTa U BHEIPSIBAHETO HA
codryep.

Jlokaro eqHa OT Hali-C1a0UTE TOUKHU B MO3UIIUATA HA KUOEPCUTYPHOCTTA B €HA
OpraHu3alys € KpailHUAT NOTPEOUTEN, KOETO € MOPOACHO OT JIMICca Ha O0yUYeHus 3a
OCBEIOMEHOCT B KMOEPCUTYPHOCTTA, APYT (haKTOp B3HUKBA B HAYAJIOTO HA LIUKbJIA
OT pa3pal0oTKa Ha KOJ, KOraTo MpHJIOKEHHUSITa ce pa3paboTBaT oOlle B Hal-paHHUSA
IIUKBJI OT pa3paboTBaHe Ha coPTyep. A UMEHHO, JIOIIO MPOSKTUPAHU MPUITOKECHUS
0€e3 BbBEJICHN MEXaHU3MHU 33 CUTYPHOCT, Ha IO-KbCEH €Tall OCTaBAT 3aJHU BPaTH WU
MPOITYKHU, OT KOUTO 3JIOHAMEPEHHUTE MOTPEOUTENN MOorar Ja ce Bb3MOJ3BaT U Ja
€KCILJI0AaTHpar.

Mogenvpanero Ha 3allaxuTe€ € METOAOJOTHs, KOSATO Iomara Ja ce

UIEHTU(UIIMPAT, aHAIM3UPAT U OICHSIBAT MOTEHIIMATHUTE PUCKOBE B CHCTEMATa,
OIII¢ TI0 BPEME Ha €TanuTe Ha cOQTyepHO MPOEKTUpaHe. BhIIpekn 3HAYUTEITHUTE MYy



peMMCTBA, TO3M MPOIIEC YECTO € PHhUCH, KOETO Io MPaBU TPYAOEMbK U MOIATINB
Ha yoBewkH rpemku. Ot apyra crpana, SAST u DAST npemnarar cucremarnueH
MOX0A KbM HACHTU(GHUITMpaHeTo Ha ys3BUMOCTH. SAST ananm3upa M3XOMHHS KOJ
Ha cCHCTeMara, 3a Jia OTKpue ciIaboCTu B CTPYKTypaTa WM JOTUKATa Ha KoJa, I0KaTo
DAST cumynupa peaqHu aTakd BbpXy paOOTEHIOTO MPUIIOKEHHUE, 3a J1a OTKpHUE
HEJOCTaThlid B M3MbJIHEeHHEeTo. C yBenMuaBaliara ce CIOKHOCT Ha COPTyepHUTE
CUCTEMH U KMOEp3aIuIaxruTe € KPUTUIHO BAXKHO JIa C€ pa3padoTIT aBTOMAaTU3UPAHU
pelIeHusl, KOUTO HMHTErpuUpar MOJAETUPAHETO Ha 3allJIaXUTE€ CbC CTaTUYHO U
JTMHAMUYHO TeCTBaHe. TakuBa pelieHust Morar Jja HaMaJisiT BpeMEeTO 3a OTKPUBAHE U
BAJIUJIUPAHE HA YA3BUMOCTH, KaTO CHIIEBPEMEHHO yBEIUYAT TOUHOCTTA U HAMAJIAT
3aBUCHUMOCTTA OT YOBEIIKHU (haKTop.

IHes HA TUCEPTALMOHHUSA TPYH

[lenTa Ha qUCEpTAIIMOHHMS TPY/ € Jla U3CJIe/[Ba MPAKTUKUTE U METOIUTE, KOUTO
C€ U3IOI3BaT OT 3JIOHAMEPEHHU MOTPEOUTENIM B UHTEPHET 32 TEHEPUPAHETO Ha yeo
XaKepCKu aTaku. HacTosmusaT Tpya uMa 3a 1ed 1a MPeIyIoKH U U3CIIeIBa MOIXO0 32
aBTOMAaTU3MPAHO MOJCIMpAHE Ha 3alIaXUTe, KOETO BKIIFOYBA HWHTETpaIvs Ha
UHCTPYMEHTH, 3a€/THO C €(DEKTUBHO BHEIPSBAHE HA CTATUYHU U JUHAMUYHH TECTOBE
Ha YA3BUMOCTH 3a NMOJ00psIBAaHE HA CUTYPHOCTTA B JKU3HEHUS IIUKBI Ha pa3paboTka
Ha codTyep 3a yeO mnpuioxeHuss. ToBa MO3BOJISBA MOCTHUIAHETO HA ONTHMAJIHA
CUTYPHOCT M HAJICKIHOCT Ha TNPUIOKEHUSATA B CHBPEMCHHHUTE TWHAMUYHU U
pasnpeaeseHd Cpeau.

O0exT Ha u3cjeaBane

OOekT Ha wu3cieIBaHE Ha JUCEPTALMOHHMS TpyH ca IOIXOIU, METOAU U
aJTOPUTMU 3a MOJCJIMPAHE Ha 3aIjIaxuTe, KakTo U mpoiiecute 3a cratudHo (SAST)
u auHamuuHo (DAST) TectBaHe Ha ye0 NPWIOKEHUSA C 1ed HACHTU(DUIIMPAHE,
OlICHKa ¥ MUHUMH3HMpaHE Ha PUCKOBETE OT ys3BUMocTH. M3cnenBanero oOxBaiia
UHTErpalusITa Ha TE3W METOIM B KU3HEHUS LMKbBI Ha pa3paboTka Ha codryep
(SDLC) u TAXHOTO BIMSIHUE BbPXY [IOBHILIABAHETO HA CUTYPHOCTTAa U
e(heKTUBHOCTTA Ha COPTYEPHUTE CUCTEMH.

IIpeamer Ha u3caeaBaHe

[IpenmeT Ha W3ClIEBAHETO Ca CKOPOCTTAa U €(EKTHBHOCTTA HA IMOAXOIUTE 3a
UIeHTU(UIIIPAHE Ha 3alllaxd, KaKTO U Bb3MOXKHOCTUTE 32 YCHBBLPIIICHCTBAHE Ha
CUTYpPHOCTTa Ha ye0 MPHUJIOKEHUsI 4pe3 MpujiaraHe Ha METOAU 3a CTaTHYCeH M
OVHAMUYEH aHalli3 Ha  YA3BUMOCTH. AKIEHTBT € IIOCTaBE€H BBPXY
YCBBBPIICHCTBAHETO HA TE€3W TEXHUKMA 3a [IOBUIIABAHE HA TOYHOCTTA,



aBTOMAaTH3alMiATa W HaMaJsIBAHE HA BPEMETO 3a peakius MPH OTKPUBAaHE Ha
poOJIeMH ChC CUTYPHOCTTA.

OcHoBHA H3cjaea0oBarejiCKka Xumore3a

OcHoBHaTa H3CJENOBATENICKa XUIOTE3a Ha M3CIEABAHETO B JIUCEPTALMOHHUS
TPyl €: CUTYPHOCTTa Ha yeO MPHIOKEHUATA MOXKE JIa C€ TTOBUIIN YPe3 MHTETPALIUS
Ha METOJIY 3a Mojeaupane Ha 3amiaxute, cratuyHo (SAST) u nunamuuno (DAST)
TECTBaHE, C IeJI OTKPUBAHE M MUHUMH3UPAHE HA YSI3BUMOCTH Ha PA3JINYHU €TalH OT
KU3HEHMS] IUKBI Ha paszpaborka Ha codryep (SDLC), kakTo W 3HAYUTEITHO
HaMaJIIBaHE HA BPEMETO 3a IIEJUs MPOIeC — OT HAYaJIOTO Ha pa3paboTBaHETO 10
dbuHanHara gaza Ha BHEAPSIBAaHE Ha COPTyep.

3agaun
3a mocTUraHe Ha Ta3H L] CE IIOCTABIT CIIEAHUTE U3CIEI0BATEIICKH 3a1a4UH:

1. Jla Obgar mpoydYeHH W W3CJCIBAHHW TOAXOAW, METOAM M aJITOPUTMHU 3a
CUTYPHOCT Ha JIaHHH, KOUTO C€ ChABPKAT B yeO MPUIOKCHHS, KAKTO U €CTECTBOTO
HA aTaKUTE U TSIXHOTO Bb3JIEHCTBUE BHPXY CUTYPHOCTTA.

2. Jla ce u3cienBa Bb3MOKHOCTTA 3a €KCIUIoaTalys Ha yeO MpUIIOKEHUS upe3
TECTBaHE OT CO(TYyEepHU pEIICHHs 3a KUOEPCHUTYPHOCT, KOMTO CE€ M3MON3BaT 3a
OIICHKA Ha PUCKA M YA3BUMOCTTA B yeO MPIIIOKCHUSATA.

3. la ce wuscinenBar, pa3pabOTAT W HMHTETPUPAT METOAM 3a MOJETUPAHE Ha
3araxute, cratudHo (SAST) u nuaamuano (DAST) TecTBaHe Ha ySI3BUMOCTH, C IIEJT
noo0psiBaHE HAa CHUTYPHOCTTAa B JKM3HEHHUS IMKBJI Ha pa3paboTka Ha codTyep
(SDLC) 3a yeb npusioxkeHUs.

4. Jla ce mpennoxar METOAM M PEIICHUs 3a CUTYPHOCT, KOUTO UMarT 3a el Ja
OCUTYPSIT MHTETPUTET U 3alUTa HA TAHHUTE CPEILy Pa3IUYHH aTaKH.

IIpakTHyecka NPUIOKHUMOCT

[IpennoxkeHnTe B AUCEPTAIIMOHHUS TPYA METOAM M MOIXOIU 32 MOJEIUpPAHE Ha
3ammaxu U ctatuyHo (SAST) u nunamuuno (DAST) TecTBaHe 3a ysSI3BUMOCTH
HaMHUpaT MpsKa MpaKTHYeCKa MPHIIOKUMOCT B Ipolieca Ha pa3paboTka Ha yed
MPWIOKEHHS U cOPTyepHH crucTeMu, cieasamiy npuHiunure Ha DevSecOps. Upes
aBTOMaTHU3alMs Ha TE3W NPOIECH W WHTETpalusaTa UM B KU3HEHHUS LUKBI Ha
paszpadotka Ha codTyep (SDLC) ce ocurypsiBa paHHO OTKpUBAHE U OTCTPaHsSIBaHE HA
ySI3BUMOCTH, KOETO BOAM /10 3HAYMTEIIHO HaMaJsiBaHE HA BPEMETO M Pa3XOJUTE 3a
TECTBAHE U MMOBUIIIABAHE HA HAJICKAHOCTTA HA KpPalHUS MIPOAYKT.

[TpakTHyecKOTO MPUIIOKEHUE Ha MPEAJIOKEHATa aBTOMaTU3UpaHa apXUTEKTypa,
u3non3pama uHCTpymMeHTu karto Irius Risk 1 OWASP ZAP, mo3BomnsiBa peaiHo



BHeJpsiBaHE B Mpou3BoAcTBeHU DevSecOps TpbhOONpoOBOaM M HENpEKbCHATa
uHrerpanus. ToBa JaBa Bb3MOXXHOCT Ha OpraHU3AIIMUTE Jla MOCTUTHAT MO-BHUCOKO
HUBO Ha CUTYPHOCT, M0-OBp3 IMpoliec Ha pa3paboTKa U HaMaJIeH PUCK OT YOBEUIKU
IPEIKH, KaTo [0 TO3U HAYMH C€ MOBUIIIaBa o01iara epeKTUBHOCT U YCTOMYMBOCT Ha
copTyepHUTE pEIICHUS B TUHAMUYHU U pa3NpeIe]ICHU CPEIH.

Anpobanust

Ampo0arusiTa Ha pe3yATaTuTe, MOTyYeHH B PAMKHUTE Ha TUCEPTALMOHHUS TPY/I €
OCBIIECTBEHA B CEPUsSI OT MEXKTYHAPOJHU HAYUYHH KOH(PEPEHIIUH U Upe3 IMyOTuKaLUs
B MEXIYHAapOAHO HayyHO cnucaHue. Exana or myOnukanuute € myOiauMKyBaHa B
MexXayHaponHoTo HayuHo cnucanue WSEAS nipe3 2025 1. Enna ot nyOnukanuure e
JIOKJIa/IBaHa W MpeAcTaBeHa Ha 11-tata mexayHaponHa KoHepenuus ,,Computer
Science 2023%, mpoeaena B Co3omnon, bwearapus npe3 2023r. Jlpyra ydact ot
nyOIMKalMUTe ca JOKJIaJBaHU Ha MEXAyHapojaHaTa KOH(pEpeHLHs MO MPHIIOKHA
busuka, cumynamnus u uuncnuteaHu Hayku (International Conference on Applied
Physics, Simulation and Computing), nposenena B Pum, Utanus npe3 2024 r., kakTo
M Ha MeXAyHaponHaTa KoHQeEpeHIus 1o codryep, TENCKOMyHHKAIMA U
koMImiOTbpHU Mpexu(SoftCOM) npe3 2024 r. B boin, XbpBarcka.

yoaukauuun

B pe3ynTar Ha NpoBEAEHOTO TUCEPTALMOHHO U3CIIEABaHE ca MyOIuKyBaH! 0010
YETUPU HAYYHU CTATHM, OTPA3ABAlld OCHOBHUTE WJICH, PE3YJTATH U MPUHOCH HA
pa3zpaborkara. EnHa oT myOnukanuuTe € oTleyaraHa B MEXKIyHapOAHO HAay4dHO
CIINCAaHHWE, a OCTAHAJUTE TPU Ca MNPEACTABEHM HAa MEKIYHAPOAHU HAy4YHU
xoH(pepentmu 1 myonukyBanu B IEEE. Beuuku 4 cratuu ca M3roTBeHy Ha aHTIIUMCKU
€3UK M Ca B ChaBTOPCTBO C HAYYHHUSI PbKOBOJIUTEN HA JOKTOPAHTA.

Tpu ot mybIuKaUUTe ca MHASKCUPAHU B MEXIyHapoaHaTa 6a3a JaHHU Scopus,
KOETO MOTBBPKJAaBa TSIXHATA HAYYHA 3HAYUMOCT M BUAUMOCT B MEXKIYHAPOIHOTO
M3CIIEI0BATEIICKO MPOCTPAHCTBO. J[BE OT TAX ca Beye UUTHUPAHU OOIIO CElEM IbTU
OT Yy>KJIECTPAaHHU aBTOPH, BKIIFOUUTEIIHO B TPU CTAaTUH, UHIEKCUPAHU B SCOpUS.

CrpykTypa u 00eM Ha TUCEPTALMOHHUSA TPYI

JlucepTallMOHHUAT TPy € ¢ 0011 00eM oT 181 cTpaHulM U € CTPYKTYpUpaH Taka,
Ye JIOTUYHO M MOCJEN0BATENHO Ja IPEACTaBs LSUIOCTHUS U3CIIET0BATEICKH MPOLIEC.
Copabpka yBOJHA 4YacCT, B KOSATO c€ OOOCHOBaBa aKTyaJHOCTTa Ha Temara U ce
dbopMynupar OCHOBHUTE ILIENU U 33Jla4d Ha U3CJICIBAHETO, MOCIEABAHA OT YETUPH
TEMaTUYHH TJIABU, HACOUCHU KbM PEIIaBaHETO HA MMOCTABCHUTE HAYYHHU MTPOOIEMH.



B Kpas Ha AIUCCPTAIUMOHHUA TPpya Ca BKIIIOUYCHHU CIIMCBK HAa OCHOBHHUTC ITPUHOCH,
HY6J'II/IKaI_II/II/ITC mo TEeMara Ha aucepranuAaATa, CBCACHHUA 3a Yy4daCTusd B
HayYHOU3CICAOBATCICKH ITPOCKTHU, U3IIOJISBAHUTC JIMTCPATYPHHU U3TOYHHULIN, KAKTO U
PCUYHUK Ha TCPMHUHUTC, CIIMCHK HAa CBbKPAIICHUATA, U IICT IIPUIIOKCHHA, ChbAbPKalln
AOITBJIIHUTCIIHU PC3YJITATH U MAaTCPpHUAJIH, IToOATIOMAraiiu U3JI0KCHUCTO.

B nucepranusita ca uutupanu 114 nurepaTrypHu U3TOYHUKA, B TOBA YUCIO U 5
UHTEPHET pecypca. JucepTailuoHHUAT Tpya Chabpka 47 purypu u 15 Tabnuium, Kato
HOMEpalusaTa UM B apropedepara HalrbJIHO ChOTBETCTBA HA Ta3U B OCHOBHUSA TPY/I.



II. CHIABPKAHUE HA JUCEPTALIMOHHMS TPY]

IJTABA 1. OB30P HA METOU N CPEACTBA 3A OCUI'YPSABAHE HA
SAIIUTA HA YEB ITPUJIOKEHU A

BI/II[OBe CKaHHUPaHE 3a CUTYPHOCT

B aHemHus nurhTaneH CBAT, KbAETO cO(PTyephT € OCHOBAa Ha TMOYTH BCSKa
UHIYCTpUS, CUTYPHOCTTAa Ha NPWIOKEHUATA € OT KPUTHUYHO 3HAYCHUE.
VYa3BumocTute B codTyepa Morar Ja npeau3BUKaT Kubeparaku, KOUTO 3acTpaniaBar
MOBEPUTEIIHOCTTA, MHTErpUTETa U HAIMYHOCTTAa Ha JaHHuUTEe. MMeHnHo 3aroBa
TEXHUKUTE 32 TECTBAHE HA CUTYPHOCTTA Karo cTatudHOTO (SAST) U quHAMHUYHOTO
(DAST) ckanupane 3a ysS3BUMOCTH Ca OT ChLIECTBEHO 3HaueHHe. Te momaraT Ha
pa3paboTYuMIUTE M EKUIUTE 3a CHUTYPHOCT Ja HJICHTU(DULIMpPAT U KOPUTUpar
NOTEHI[MAJIHU PUCKOBE B Pa3IMYHM €TalMu OT JKU3HEHUS IMKBJI Ha codryepa,
OCUT'YPsIBaliKM MO-HAJEXK/IHA 3allUTa CPElly 3JIOHAMEPEHU aTaKy.

Crarn4HOTO TeCTBaHE Ha CUTypHOCTTa Ha mnpuioxeHusTta (SAST) ananuzupa
U3XOJIHUSI KOJ Ha IMPUJIOKEHUETO MO BpeMe Ha pa3paboTkara Ha codryep, 3a na
OTKpHE YA3BUMOCTH OLIE B PAHHUTE €TalK Ha KU3HEHHS HUKBJI IPU pa3padOTBAHETO
Ha codryep. OT Apyra cTpaHa, AMHAMHUYHOTO TECTBAaHE HA CUTYpPHOCTTa Ha
npwioxenusara (DAST) ce mpoBexia BbpXy pabOTeIIo NpUIoKeHNUEe, CUMYITUPANKU
araka OT IVIeJlHa TOYKa Ha BHHIIICH Hamajares, 0e3 JOCTHI J0 U3XoaHus Koj. Jlokaro
SAST e edexTuBHO pemieHHe 3a OTKpUBaHE Ha rpemkd B koma, DAST
UaeHTU(ULKPA YI3BUMOCTH, KOUTO CE€ MPOSBABAT CaMO MO BpEME Ha U3I'bJIHEHHUE Ha
pabotenio yed npuiiokeHue.

JAnHaMmn4HO ckanupase 3a curypHoct (DAST)

CurypHocTTa Ha yeO NMPUIOKEHUATAa € OT ChIIECTBEHO 3HAUYE€HUE U H3HCKBA
penoBHO TecTBaHe. ChIleCTBYBaT MHOXKECTBO TEXHUKU M HHCTPYMEHTH 32 TECTBAHE
Ha curypHoctta, katro OWASP (Open Web Application Security Project) npennara
HaOOp OT HACOKH M MHCTPYMEHTH, KOUTO TIOMArar 3a OTKpUBAHETO U KOPUTHPAHETO
Ha ys3BuMocTH. OCHOBHHTE MeToaM 3a TecTBaHe BkiItouBar Black Box (DAST) u
White Box (SAST) TectBane, KOUTO moMarar Ha pa3paOOTUULIUTE U EKCIIEPTUTE T10
CUTYPHOCT J1a UACHTU(PHUIMPAT U TIOTIPABAT YSA3BUMOCTH B KOJIa Ha MIPUIIOKEHUSTA.

Crnaburte KOHTPOJIH 32 CUTYPHOCT Ha WH()OPMAITMOHHUTE aKTUBHU TIPEICTABISIBAT
3HAYUTEIICH MPOOJIeM, Ch3aBaliKi YSI3BUMOCTH, KOUTO YECTO C€ EKCIJI0aTHUpaT OT
xakepu. HM3cnenBanusita mnokaszBar, ue mnpubmuszurenHo 90% or HHTEepHEeT
MPECTHIICHUATA BKJIIOYBAT yeO MPUIIOKEHUS, KaTO aTakuTe Ype3 WHKEKTHpaHE Ha
0a3za manHm chctaBiasBar 47.06% ot Bcuuku araku. Jlpyru decto cpemniaHu



ysi3BuMocTH, kato SQL Injection u Cross-Site Scripting (XSS), nonpunacar 3a
35.33% or npoOMBUTE B CHUTYpPHOCTTa, YECTO B pe3ylITarl Ha TpElIKd B
MPOrpaMUpPAHETO U HEMIPaBUIIHA KOH(PUTYpaIusl.

HNuctpymentu kato OWASP ZAP ca OT ChIIECTBEHO 3HAYEHUE B IPOLIECUTE HA
TEeCTBaHE 3a MPOHUKBAHE, Mpenjaraku (YHKIMH KaTo MPUXBAIaHE Ha IMPOKCU
ChpPBbPHU, CKAHUPAHE Ha IOPTOBE, aHAJIN3 HAa TApaMEeTPH U CPaBHEHUS Ha cecuu. Te3u
MHCTPYMEHTH BKJIIOUBAT CHLIO YCHhBBPIIEHCTBAHU Bh3MOKHOCTH KaTo 00paboTKa Ha
CSRF wunentudukarop u auHamuyHu SSL  cepruduxatu, mnomoOpsiBaiiku
criocoOHOCTTa MM Aa uAeHTUUIMpar U cMek4daBat ys3Bumocture. OWASP ZAP e
BUCOKO OILICHEH 3a CBOSATa €(DEKTUBHOCT IPU OTKPUBAHE HA YA3BUMOCTH, 0COOEHO B
o0yacTTa Ha CUTYpHOCTTA Ha ye0 MPUIIOKECHUATA.

DAST mnpoBepsiBa CUrypHOCTTa Ha paOOTEIIOTO MPUIIOKEHUE, KaTO CUMYJIHpa
araku B peanHa cpena. Uucrpymentu kato OWASP ZAP u Burp Suite ce uznonssar
IIMPOKO 32 TECTBAHE Ha yeO NmpuiiokeHus. JJMHAMUYHOTO TECTBaHE 3a YA3BUMOCTHU
C€ M3II0JI3Ba B MMO-KbCHUTE €TAM HA KU3HEHUS LUKBI 32 pa3paboTka Ha coTyep,
Hal-4eCcTo M0 BpEME Ha TECTBAHE WM MPEAN BHEAPSBAHE B MPOIYKIIMOHHA Cpea.

Mogesau DevOps u DevSecOps

DevOps BkiIIOYBa H3MOJN3BAaHE Ha UTEpaTHUBHA pa3paboTka Ha codTyep,
aBTOMaTW3alMs ¥  M3MOJ3BaHE Ha MPOTrpaMHpPyeMH U JEKJIapaTUBHU
uHppactpykrypu. [Ipobremure cbe curypnoctra B DevOps yecto nmpousnuzar ot
KOH(QIUKTH MEXKIY pa3IdyHUTEe [eMd Ha pa3paboT4YMIUTEe W EKUIUTe 3a
kubepcurypHoct. OcHoBHara xapakrepuctuka Ha DevOps e aBromaruzanusita Ha
MHOTO TpOILIECH 3a TECTBaHE M MHTErpauus Ha cOopTyep, KOETO MO3BOJIsIBA Ha
opraHuzanuute Obp30 U 6e3MpoOIEeMHO J1a Ch3/1aBaT HOBU BEPCUU Ha coPTyep.

CI/CD

SAST SCA CkaHupaHe 3a ~KaHHpaHe 3a JIHHAMUYHO Tecr3a MoHnuTOpHHT
- TailHu B Koaa YA3BHMOCTH Tecrsade DAST |l NpOHHKBaHe 33 HHIUIECHTH
CrarnyHo CKaHHpaHe 3a Copn
CKAHHDaHE 38 YSI3BHMOCTH B BHE/PABAHETO

YA3BHMOCTH OHOImoTeKH

ITonpaBkx
B K0Jla

Queypa 4 SAST u DAST 6 DevSecOps



B®B ¢urypa 4 ce HabmonaBa TUMHYEH MOTOK W MHTETPALUS B TaKka HapeUeHUs
TpBOOIIPORBOA (pipeline), KbAETO Tpoleca 3a pa3paboTka Ha coPTyep 3amoyBa BhB
¢azata Ha nM3aiiH Ha KoJia M pe3 BTopata ¢aza KoJl, Koraro KOABT Ce MpoBepsiBa 3a
ySI3BUMOCTH 4Ype3 CTaTWYHO cKaHupaHe 3a curypHocT (SAST) m mpoBepka 3a
ysi3BuMocT B O6ubiamorekute (SCA — Software Composition Analysis), kKouTo ce
u3nomsBar. B ta3u ¢asza exunurte Ha pazpaboTUMIIUTE HA COPTYep U EKUIHUTE 1O
CUTYPHOCT MMaT BBH3MOKHOCTTA Ja OTKPHUSAT YS3BUMOCTH, KOUTO MoOraT Ja Onaar
OTKPUTH U pa3pelieHH OIIe Mpeau KOIbT Ja € KoMIwiMpaH. B kpaifHara cThIka
clieZiBa TPOIEC, KHIETO KOIBT aBTOMAaTHYHO CE€ KOMIHMIIMpA U C€ WHTETpHpa B
TecToBa WM B paboTHa cperma. ToBa e (uHamHata ¢asza, KbACTO TUHAMHYHOTO
TECTBAHE 3a CHUTYPHOCT Ha MPHJIOKEHUS MMa BB3MOXKHOCT Jla CKaHHUpPa TOTOBUS
codryepeH mpoaykr 3a ys3BuMoct (DAST) u Ha 6a3a roToBUTE pe3yaTaTH, CKUTIUTE
3a CUTYPHOCT UMaT B3MOYKHOCT JIa TIOTIPABSAT €BEHTYAJIHU yeO 3aI11axu, OTKPUTH 110
BpeMe Ha ¢asara 3a BHEIpsIBaHE Ha codTyepa.

[losseata Ha DevOps METOMONIOTHUTE PEBONIOIUOHU3UPA CODTYEPHOTO
pa3paboTBaHe, OOeMWHSBAaKH pa3padOTKaTa W OIMEpaIlMUTe 3a TOCTHTaHEe Ha
CKOPOCT Y T'bBKAaBOCT. BBIIpeKH TOBa, YCKOPEHUETO MOBIUTA 3HAYUTEITHH BHIIPOCH
OTHOCHO MHTETPHUPAHETO HA HAJCKIHA MEPKH 3a CUTYPHOCT, KOETO BOJH JI0 ITOsIBaTa
Ha DevSecOps kaTo pamka 3a BrpakjaHe Ha CUTYPHOCTTa BbB BCHUYKH €Tal Ha
paspaborBanero Ha codryep. DevSecOps m3mecTBa cUTypHOCTTa "HajsBO" B
KU3HEHUs] IIUKBI Ha codryepHoTo paszpadorBane (SDLC), kato rapantupa, e
VSI3BUMOCTUTE C€ HMJICHTU(PHUIMPAT M  aJpecuparT paHO, MHHUMHU3HPANHKU
MOTCHIIMATHATE PUCKOBE U pa3xonu. M3crneaBanusaTa momqdepraBaT He0OX0MMMOCTTa
OT UHTETPUPAHE HA CUTYPHOCTTA B HEMPEKbCHATH Pa3pabOTKH Ype3 aBTOMATH3AIINS
3a OTKpUBaAHE Ha YSI3BUMOCTH B PCATHO BPEME U TECTBAHE, KAKTO M HACHPUABAHETO
Ha MUCJICHE, OPHEHTHPAHO KbM CUTYPHOCT B PAMKHTE Ha CKUITUTE 33 pa3padoTKa Ha
codryep.

MopaenupaHe Ha 3a1U1axXUTe

WuTerpupaneTo Ha Hal-100pWUTE NPAKTUKH 3a pa3padOTBaHE HA CHTYpPEH
codTyep B KU3HEHUS IIUKBJI HA pa3paboTKa Ha COPTYyep € OT ChIIIECTBEHO 3HAYEHUE,
3a Ja ce rapaHTvpa, 4e copTyephbT ocTaBa (DyHKIIMOHAJCH JOPH TPH 3J0BPEIHU
aTakyd. ApXHTEKTYpHHUS aHAJU3 Ha PUCKAa M MOJACIMPAHETO Ha 3aIljlaXH, € KIIFOUOB
SJIEMEHT B TO3HW Tporiec. MolenbT Ha PUCKa CITY)KH Karo KOJMYECTBEHA paMKa 3a
OIICHKa Ha BEPOSTHOCTTa W BB3ICHCTBUETO HA 3aIUIAXUTE BBPXY AKTUBUTE U
KOMITOHCHTHTE B €JIHA apXUTCKTypa.
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Hsxonko npenumHu  u3cnensanus wnoctpupar noaxoga STRIDE  3a
MOJENIMpaHe Ha 3amaxu. Hampumep, HSAKOM aBTOPH NPEACTaBAT METOH 3a
MOJIeTTUpaHe Ha 3aIljIaX¥ ¢ IeJT OIICHKA M CIIpaBsHE ¢ OOTHET aTakW B CIIEHAPUU 32
yMeH JoM B KoHTekcTa Ha HMaTepHer Ha Hemara (IoT). IlomxoaspT BKIIOUBA
uaeHTHQUIMpaHe Ha MOTEHIIMAIHY 3aIIaXd KaKTO Ha HUBO pa3paboTka, Taka U Ha
HHUBO MPWIOKEHUE B YMHHUS JOM, H3IOI3BAaMKU TEXHUKHUTE 3a MOJCIHUPAHE HA
3armmaxu STRIDE u VAST. OcBeH TOBa, Wu3CIEABAHETO CBBbP3Ba TE3U
UJeHTUPUITMpPaHU 3aIUlaXy C MOTEHIMANHU OOTHET aTaku W Mpesjiara pa3jiudHu
CTpaTeruu 3a pa3pellaBaHe Ha BCUUKHU UACHTU(DUITMPAHH 3aIlIaxu.

Penuua npeaxoaHu u3cieaBaHus MOAKPEIAT UHTErpalMsaTa Ha MOJEJIMpaHe Ha
3amtaxu B DevOps pipeline monenu. Hampumep, e mpeacraBeH NpOTOTUI 3a
HENPEKBCHAT aHAJIN3 U YIIPABJICHHUE HA 3aIIaXUTE, KOMTO YJIECHIBA HENPEKBCHATOTO
MOJIEJIMpaHe U U3BJIMYAHE Ha 3aIllIaxy, MHTErPUpPAiKH TO3H MpOLEC B KOHBEEpa 3a
HelpeKbCcHaTa UHTerpanus B pamkute Ha GitLab. Upe3 BkiltouBaHe Ha aHa/M3a Ha
3aIJTAXUTE B XPAHWIMILETO HA W3XOAHUS KOJ, YIPABICHUETO HA 3aIJIAXUTE CTaBa
HENpEeKbCHATa 3ajada, IMO3BOJIABAMKHM IO-TOYHO HAOIIOJEHHWE HA Hampeabka B
CMEKYaBaHETO Ha 3aIUIaXUTE.

H3BoaM 1 3aKI1I09€HUSI KbM II'bpBa IiaBa

B chBpemMeHHUs AUTUTATIEH CBSIT, KbJIETO CUTYPHOCTTA Ha COPTYEpHUTE CUCTEMU
€ KPUTUYCH aCTIeKT OT pa3paboTKaTra Ha MPUIIOKEHUS, THTETPUPAHETO HA METOIH 32
TE€CTBAHE Ha YS3BUMOCTH KaTo crarnueH aHanu3 (SAST) u quHaMHuYeH aHalIu3 Ha
curypnoctra (DAST) e or chimectBeHo 3HadeHue. [IpoBeneHuTe wu3cienBaHus
[TOAYEPTABAT BAJKHOCTTA HA TE3W TEXHHUKU B paMkuTe Ha DevSecOps mpakTukure,
KOUTO C€ CTPEMST Jla BbBEIAT CUT'YPHOCTTA Karo HEpas[eiHa 4acT OT JKU3HCHHS
IIMKBJI Ha pa3padotka Ha codryepa (SDLC).

[IpoyuBanusita B I'maBa 1 chIO Taka akIEHTHpPAT BHPXYy MOJICIHPAHETO Ha
3aIIaXUTE, KOETO MPEJCTaBIIsIBA METOMOJOTHS 3a HACHTU(DHIIMpAHE, aHAIU3 U
knacuukanus Ha TOTCHIMATHA PHCKOBE B HWH()DOPMAIIMOHHHWTE CHCTEMH.
Paszmnenanute meromu, karo STRIDE, PASTA u gbppBera Ha arakute, KOWUTO
MPEAOCTaBIAT aHAJWTHYHA paMKa 3a OICHKA Ha 3alllIaXWUTe, KaTo ChIIEBPEMEHHO
MOJIIOMArar mpolieca Ha MPOCKTUPAHE HA CHUTYPHH apXUTEKTypH. BbBemeHuTe
uHctpymentu karo Microsoft Threat Modeling Tool (MTMT), OWASP Threat
Dragon m Pytm ocurypsBar e(peKTHBHOCT M aBTOMAaTH3allMs Ha TPOIECUTE 3a
MOJICTTUPaHE, KOETO 3HAUYUTETHO HamasiBa BPEMETO M PECypCUTE, HEOOXOIUMH 3a
unaeHTuunrpane Ha ys3BuMoctu. OcBeH ToBa, TaxHata unrerpamnus B DevSecOps
TPBHOOIPOBOAUTE ITO3BOJIIBA PAHHO OTKPHBAHE Ha IMOTEHIIMAIHA PUCKOBE M 3aIlIaXxH,
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KaKTO U TAXHOTO e(bGKTI/IBHO CMCKYAaBaHC YpPC3 ABTOMATHU3UPAHO I'CHCPHUPAHC HA
TCCTOBHU CJIydau 3a CUTYPHOCT.

Pasmenanute wu3cnenBanus mokasBar, ue DevSecOps wmeTogonoruure
MPENIOCTABAT 3HAYUTEIHH NPEIMMCTBA IPH YHNPABIECHUETO HA CHIYPHOCTTA B
codryepHata pa3paboTka, KaTo BbBeXAaT npuHimna Ha "shift-left" curypuocrra,
MO3BOJISIBAKM PaHHO OTKPUBAHE W aJipecMpaHe Ha YsI3BUMOCTH. Bbhpeku ToBa,
npeau3BUKaTeIcTBa KaTto (panmmeu nojgoxkutesnu pesynraru (False Positives) npu
SAST, orpaHH4eHOTO MOKpPUTHE Ha NWHaMH4uHUTE TectoBe npu DAST, xakrto u
JUIICaTa Ha CTaHJAPTU3UPaHU NOAXOIU 3a MOJEIMpPAHE Ha 3allJIaXUTE€ OCTaBar
OTBOPEHU NPOOJIEMU, WM3UCKBAILM JOMMBIHUTEIHU H3cienBanus. Bb3 ocHoBa Ha
HaIlPaBEHHUTE aHAJIM3U MOXE Jia ce€ 3aKiitoun, ye narerpupanero Ha SAST, DAST u
MojenupaHero Ha 3amiaxu B DevSecOps cpema 3HauuTeNnHO Moa00psiBa
CUTYPHOCTTa Ha cO(TyEpHUTE CUCTEMH, KaTO HaMaJjsiBa pUCKa OT €KCIUToaTalys Ha
VS3BUMOCTH M YJECHSBA Mpolleca Ha MPOAKTHBHO YINPABIEHUE HAa CUTYPHOCTTA.
Bronpeku ToBa, €(heKTUBHOCTTA HAa T€3U TEXHUKH 3aBUCH OT aBTOMAaTH3allMsITa Ha
TECTOBETE, KYJITYPHUTE TPOMEHHU B OPraHU3ALMUTE U BHEIPSBAHETO Ha ChBPEMEHHU
TE€XHOJOTMU Karo MAalIMHHO OOyYeHHE M H3KYCTBEH MHTEJIEKT 3a aJIallTUBHO
OTKpHMBaHE Ha 3aryiaxu. MoAeIupaHeTo Ha 3alUIaXUTe Urpae KIKYoBa poiis B TO3U
npolec, Karo OCUTypsBa METOJOJIOTUYHA paMKa 3a WJICHTU(PUIIMpaHe Ha
MOTEHIIMAJIHMA 3alljlaxd M OIIEHKa Ha PHCKOBETE, KOETO IO3BOJsiBa MO-I00pO
POTHO3UpPAHE W TPENOTBpaTsSBaHE Ha TMOTCHIIMAJIHM aTaku. BKIIIOUBaHETO Ha
metogosniorun karo STRIDE, nepBera na arakure m PASTA B DevSecOps
TPBHOOIPOBOAUTE MOXKE 3HAYUTEIHO /a2 MOAOOPH peakuusTa Cpelly 3ariaxud upe3
aBTOMAaTU3MPAHO Te€HEpUpPaHE HA TECTOBU CIICHAPUU M CUMYJIUPAHE HA BH3MOXKHU
IBTUINA 32 KOMIIPOMETHpPAHE Ha CUCTEMHUTE. bbhaenmre HACOKH 3a HU3CIeIABaHE
BKJIFOYBAT pa3pa0OTBaHe Ha TNO-NMPEUU3HM MEXaHU3MU 3a CTaTHYEH aHaju3,
noIoOpsiBaHe Ha IMHAMUYHUTE TECTOBE, KAKTO M aBTOMAaTU3UPaHE HA MOJIETUPAHETO
Ha 3ammaxu ¢ nen uHrerpanus B CI/CD TpnbompoBoauTe 3a mo-eeKTUBHO U
I'bBKABO yMpPaBIICeHUE HA KUOEPCUTYPHOCTTA.

ITABA 2. MOIEJIMPAHE HA 3AIIVIAXHW Bb3 OCHOBA HA PAMKATA
STRIDE 3A YEb IIPUJIOKEHUSA

OcHoBHara 11eJ1 Ha MOJICJIMPAHETO Ha 3aIlJIaXy € MPOAKTUBHO Ja UACHTUDUIIUPA,
Kiacuduirpa u onuiine kuoep 3amnaxute upes pamkara STRIDE, ¢ ien mopuiiaBaxe
Ha BUJIMMOCTTA HAa NMOTEHUHMAJIHUTE AaTAKHW, KOUTO MOraTr Ja ChLIECTBYBaT B €/IHA
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ChpBBbpHA ekocrcTeMa. To3u Moaxoa mojrnoMara pa3BUTUETO HA YCTOMYHUBOCT Ype3
MpEABIKIaHE HA MPOOJIEMU B €HA apXUTEKTYpa, CBbP3aHU ChC CUTYPHOCTTA.

B nucepranusra ce pasmiexxaar Y4eTUPH OCHOBHH MHCTPYMEHTA 32 MOJIETIHpaHe
Ha 3araxu: Irius Risk, Microsoft Threat Modeling Tool, OWASP Threat Dragon u
Trike. AHanu3bT ce OCHOBaBa Ha MOJEJIMPAHE HA 3aljaXd BbpPXy AHarpama oOT
BHCOKO HUBO, KOSITO BKJIIOUBA yeO KJIMEHT, yeO ChpBbp M 0a3a IaHHH, CBbP3aHU B
nyOonnyHa WHQpacTpyKTypa. 3a BCEKM HUHCTPYMEHT ca WACHTU(UUUPAHU U
JOKYMEHTHpPAHU TOTEHIMATHUTE 3alljlaXd, MPOM3TUYAIld OT apXHUTEKTypara |
KOMYHHUKAI[MOHHUTE TOTOIM, KAKTO U MEXaHU3MHUTE 3a MPOTUBOJCHCTBUE, KOUTO
IeJIAT MUHUMU3UPaHe Ha PUCKa U TIOBUIIIABaHE HA CUTYPHOCTTA Ha CHCTEMaTa.

Pemenus 3a MoA€JIMPaHE HA 3allJIaXUTE

OcHoBHara 11eJ1 Ha TO3U eTarl oT Metoposioruara DevSecOps BCBUTHOCT € J1a ce
XBaHAT BCSAKAKBU YSA3BUMOCTH II0 BpEeME Ha eTama Ha TNPOEKTUpaHe Ha
OPUJIOKEHUETO, OILle Mpeau Ja 3aloyHe CcaMHAT Ipolec Ha pa3paboTka.
Mopenupanero Ha 3amjaxuTe CHoOMara 3a HJIECHTU(QUIMpaHEe Ha MOTEHLUATHU
ySA3BUMOCTH B HMH(pPACTpyKTypara MU B CaMOTO MPHIIOKEHHE, KOUTO MOrar 1a
IpEeACTaBIABAT 3aIlljlaxa 3a OpraHMu3alusaTa KakTo OT TEXHUYECKa, Taka U OT Ou3Hec
nepcnekTya B Hail-panHud etan Ha SDLC. Pa3oupa ce, [riusRisk cpiio npenocraps
OBJIEH CIHUCHK C KOHTpPaMEpKH 3a YSA3BHUMOCTUTE, CIOMEHATH Io-paHo. Te3u
KOHTpaMepku Morar ja ObJaT B3€TH I0Jl BHUMAaHHE, KOraro MpHJIOKEHUSITa
BCBILHOCT ce pa3paboTBar.

HHTepHET ITy6mana obnagna HEQPacTpyKTypa

—_—q
e 3

Queypa 10 Irius Risk ouacpama 3a modenupane na saniaxume

Cw3naneHa e auarpama Ha BUCOKO HHMBO Ha apxurtekrypara (Pur. 10), xosato
MIOMOTHA 3a TPOYYBAHETO HA MOTSHIIMATHUTE 3aIlJIaXy, KOUTO MOTaT Jia ChIIECTBYBAT
BBB Bpb3Ka ¢ n300pazeHust Moaen. CIuChbKbT ¢ MOTEHIMAIHYN 3aIlJIaxy U MEPKHU 32
MIPOTHUBOBB3JICHCTBHUE HA YSI3BUMOCTHUTE ca mpenoctaBeHu ot IriusRisk u 3a nBara
KOMITOHEHTA.
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Pesyararu u puckycuun

Tpute uncrtpymenra (Irius Risk, Microsoft Threat Modeling Tool 1 OWASP
Threat Dragon), kouto ca pasmiefaHu 1O TO3U MOMEHT, CIIy>KaT 32 MOJEIMpaHe Ha
3arjiaxy, HO CE€ pas3fiM4aBaTr MO OTHOIIEHHE HAa (DYHKIMUTE CH, MOTpeOUTesICKaTa
aynutopust u oonacture Ha (okyc. Irius Risk u MTMT ca no-nonpo6uu 1 Mmoxe 1a
ca MOJXO/IAIIH 3a MO-IIMPOK CIEKThP Ha coPpTyepHa pa3paboTka U CUCTEMH, TOKATO
OWASP Threat Dragon crnenuamHo c€ HacoYBa KbM CHUTYPHOCTTa Ha ye0
OPWIOKEHUSITAa W TOAYEpTaBa CHTPYIHUYECTBOTO B codTyepHara OOIIHOCT
OmarogapeHue Ha cBosiTa GYHKIIHS C OTBOPEH KO/,

ToBa BKIIOUBa 3aruiaxu Karo (QammuduuupaHe Ha JaHHM, KpaxkOba Ha
CaMOJIMYHOCT, MaHUMYJIUpPAHE HA JJaHHU, pa3KpuBaHe Ha HHQPOpMALMS, OTKA3 Ha
ycayra (HeAOCTHITHOCT Ha CHUCTEMaTa) W MOBUIIIABAaHE HA MPUBUIIETUUTE, CHIIIACHO
pamkara STRIDE. OcBen ToBa, Te agpecupaT AECETTE Ha-TOJIEMH MOTEHIHAIHU
ySI3BUMOCTH Ha yeb npuiiokenusta ciopes; OWASP. Upes unterpupanero Ha Te3u
MOJENM Ha 3aIljlaxy, OPraHU3alUUTE MOTraT MPOAKTUBHO 1 OCHUTYPSAT CBOWTE
CUCTEMH Cpelly pa3jIndyHu KuOep-3amiaxv, NoAoOpsSBaiKM LAJOCTHATa CHU
CUTYPHOCT.

H3BOAM M 3aKjII04€HUS] OT BTOpa 1jiaBa

Bceku mHCTpYMEHT MMa CBOMTE YHUKAJIHM CUJIHU U ci1abu ctpaHu. M300pbT Ha
MPaBWJIHUS WHCTPYMEHT 3aBUCH OT (PakTopu KaTo yAOOCTBO Ha U3MOJI3BaHE,
W3UCKBAHUS 3a UHTerpanus u crnenuduyHus QoxKyc 3a MoJeIupaHe Ha 3arllaxu.
Karo 3akitouenue 3a BCeKM HHCTPYMEHT 3a MOJIeJIMpaHe Ha 3ariaxu B ye0-0a3upana
apXHUTEKTypa, MOraT J1a C€ HaIMpaBsT CIEAHUTE U3BOJIN:

e Trike mpennara ynoOeH 3a moTpeOuTenst MHTEpPPEHC C BB3MOKHOCT 32
Ch3[IaBaHE HA MEPCOHANM3UpPaHU abJoHU. THCTpYMEHTBHT € JIeCeH 3a U3M0JI3BaHE,
ThH KaTO TNOAJIbPKA MHOXECTBO pPAMKMA 3a TNOTEHLUHMAIHU 3allllaxd |
npotuBoAeiicTBusl, B nonbiaHeHne KkbM STRIDE u OWASP Top 10. ToBa ro npasu
N00bp KaHAMJAT, aKO CHUCTEMHHM WJIM MPEXOBH ApXUTEKTH TpsiOBa Ja OLIEHAT
paznmuunute cioee Ha OSI Mmoznena.

e Irius Risk: IIpenocraBst HanpegHAIO MOCIMPAHE HA 3aIlJIaXH, YIIPAaBJICHUE HA
pUCKa M CHOTBETCTBHUE C PETyJaTOpPHM W3WMCKBaHMSA. Morar ga ce cb3aaBar
JIyarpamu, KOUTO FeHepupaT MOTEHIIUATHY 3aIlJIaxy U MPOTUBOJEHUCTBUS B PEATHO
BpeMe. ToBa € 0COOCHO IEHHO 3a €KWIM 3a HM3CJCIBaHUS M pa3pabOTKH, KOUTO
cnensat nmoaxozaa Ha Secure Development Lifecycle npu pa3zpabotkara Ha codryep.
Irius Risk moambpxka MHOKECTBO paMKH 3a MOJIeJIUpaHe Ha 3aIlulaxH, a ako JajcHa
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paMKa HE € HajJu4Ha, WHXEHEpUTEe IO CUTYPHOCTTa MOTaT Ja Ch3JaBar
MEPCOHANM3UPAHN  PaMKH, CbOOpa3eHHM C HYXXIWTE Ha OpraHu3alusara.
NHCTpyMEHTHT € Bb3MOKHO J1a ce uHTerpupa B DevOps 1IuKbII1a U ako ce TeHepUpar
MHO>KECTBO MOTEHIIMAIHU 3aIlJIaXH, TOM MOXKe Ja Objie KOHQUTypUpaH Taka, ue J1a
0JI0KMpa Hampeabka Ha pa3padoTkaTa B TphOONpPOBOA.

e Microsoft Threat Modeling Tool: [Togabspska unTerpaius B ekocucreMara Ha
Microsoft, karo mpemnara BB3MOKHOCTM 3a MOJCJIMPAaHE Ha 3alllaxd Ha
KOPIOPATUBHO HUBO. IHCTPYMEHTHT MOAIbPKA CaMO MOJICTTUPAHE Ha 3aIljlaXy upe3
STRIDE u OWASP Top 10 3a mpoayxrute Ha Microsoft.

e OWASP Threat Dragon: UHCTpyMEHT ¢ OTBOpEH KOJ1, pa3pab0TeH OCHOBHO 3a
noAApbKKa Ha moaenupane Ha 3amnaxu no OWASP Top 10, uznonzsaiiku STRIDE.
dokycHpaH € eJMHCTBEHO BbPXY TECTBAHETO HA CUTYPHOCTTA Ha yeO MPHIIOKEHUS
M HE MOXE Ja C€ WU3IMO0JI3Ba KaTO OCHOBA 3a MOJEJIHMpAHE Ha 3aIulaXy B JIPYTU
00J1acTH, KaTO CUTYPHOCT Ha OTIEPAIlMOHHU CUCTEMH WJIM MPEKOBH OLICHKH.

ITTABA 3. MOJIEJI 3A HMHTEI'PUPAHE HA MOJAEJIMPAHETO HA
JAIVTAXU B DEVSECOPS TPbBBOIIPOBOA 3A ITOAOBPEHO
PASPABOTBAHE HA CODPTYEP

MeiictBue Ha DevSecOps Tpb00npoBoa

MonenvpaHeTo Ha 3ariaxd U OTKPUBAHETO Ha YA3BHUMOCTH Ca KJIFOUOBH TEMHU,
KOWTO MOIYEPTABAT 3HAUCHUETO Ha MPOAKTUBHOTO UJICHTU(DUIIMPAHE U CMEKYABaHE
Ha 3aruiaxute, ocooeHo B AWS cpeau. Jlpyro uscnenane npenctaBs CoReTM,
paMKa 3a CBbBMECTHO MOJEIMpAHE Ha 3aljlaxd, KOSTO TII03BOJsIBA Ha
MEXIYyIUCUUIUIMHAPHA €KUIIM CUCTEMATUYHO Ja aJpecupar ya3BUMOCTH. Te3u
OTKPUTHSI OAKPENSAT oaxona ,,shift left™ 3a panno unTerpupane Ha CUTYpHOCTTA B
MPOLIECUTE HA pa3padoTKa.

Mopeanpane Ha 3aljlaxuTe KaTO METOJOJOTHYEeH KOMIIOHEHT Ha
curypHoctTa B DevSecOps npakrukure.

HetictButennusart moaea Ha DevSecOps e mokasas Ha ¢ur. 15, koiiTo 6¢ ch3naaeH
B CHTPYIHUYECTBO C €KUIT OT Pa3pabOTUHIM B €HA rojisiMa copTyepHa KOMIIaHUSI.
OuensiBane Ha Tekymus DevOps Monen U moJoOpsiBaHETO My 4Ype3 BKJIIOYBAHE Ha
KHOEpPCUTYPHOCT B HEroBaTa OCHOBA € 3aJIbJIKUTEJICH TIPOIIEC.
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NpUNO¥eHWeTo

Q/O\QSO\@

CTapTupaHe Ha daza 3a
JMHAMHYHD CKaHWPHE 38
YAIEMMOCTH

‘ ‘ ‘ BHenpABaHe Ha ‘

VIMnneMeHTUpaHe Ha yed
NpUNo#eHne

MaTermnAHe Ha kog o7
XPaHUMHLLE

Queypa 15 DevSecOps moden

HPGI[JIO)KGHHHT MOJACIT € aBTOMAaTHU3HpaH C IIOMOIITAa I[)K@HKI/IHC, KOMTO €
pcain3upan Aa IpCaAIprucmMe CICIHUTC CThIIKH:

1) ITo Bpeme Ha etana ,,Fetching code®, JIxeHKUHC ce CBBP3Ba C OTJAJICUEHOTO
yacTHO XpaHuiuiie Ha Github 1 u3Tenist bIHUSA U3XO0/IeH Ko JIokaiaHo Ha Windows
BHUpTyajiHaTa MaIllWHA.

2) llocnenBan ot erama ,Execute SAST, ce craptupa HHCTpyMeHTa 3a
CTaTUYHO CKaHWpaHE Ha MPHIOKEHHUS C OTBOpEH Kox - Snyk, 3a ma ce ckanmpa
M3TETJICHUs IPOrpaMeH KoJl OT XpaHuiuieTo. [ enepupa ce ordet. [1o Bpeme Ha To3u
etan Snyk moske f1a ce mHCTpyKTHUpa Aa cipe DevOps erana B3 0OCHOBa Ha Opost Ha
OTKPHUTHTE YSI3BUMOCTH M TAXHATa CEPHO3HOCT B MPOTPAMHUS KOJT

3) Eranst ,,Build application® kommnunupa Java ye® TNpUIOKEHUETO Spring
Petclinic ¢ momomra Ha HWHCTpyMeHTa 3a kommnwinpane Maven. OvakBaHUST
u3xojieH ¢ai TpsOBa Ja ce ekcropTrpa Kato (GhaiiyioBo pasmupeHue Jar.

4) Eran ,,.Deploy application* ctaptupa npunoxenuero Petclinic.

®uHanusupa ce nociuennus eran ,,TEST DAST, 3a na ce u3Bbpiid JTMHAMUYHO
TECTBAHE Ha CUTYPHOCTTa COpsIMO padoTenioro npuioxkeHue. [lo Bpeme Ha Taszu
daza ce craptupa Taka HapedueHuss DAST unctpyment Owasp ZAP, uznon3zBaiiku
JIOKEp KOHTEWHEp, KOUTO MMa 3a IeJ1 Jja CKaHWpa MPUIIOKEHUETO 3a YS3BUMOCTH
Spring Petclinic. Koraro ckanupanero e rotoBo, Owasp ZAP renepupa moxianm c
HaMEpPEHUTE YSI3BUMOCTH, KOMTO MOXKE J1a Ce aHaIIM3HpPa, 3a Jla CE HaIllpaBU MPOBEpKa
Ha TOBa KaKBH MPOOJIEMU Ca OTKPUTH IO BpeMe Ha CKaHUPAHETO.
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& Add description

Disable Project

Last Successful Artifacts
B 2023-05-02T07-46-54-406722400Z snyk_report.html KE view

Stage View

Declarative: ) . Deploy Attach DAST
Fetching Cod: Test SAST Build Cod S TEST DAST
Checkout SCM ing tode © u € Application report

Average stage times: 4s 424ms 2min 30s 2min 1s 1min 21s Smin 52s 525ms
(Average full run time: ~16min
41s)

Ape 28 (o] s 2min 10s 20s 199ms 135ms 198ms

Queypa 17 DevSecOps mooen 6 Jenkins

@annbT Ha JPKEHKMHC € IPOTpaMHUpaH C MOMOLITA HA €3MKa 3a IMPOrpaAMHUpPAHE
Groovy, KOWTO € NOIIbpKaHUAT OT JKEHKMHC €3WK 3a MOporpamupaHe 3a
apromaru3anvs. Beguwxk 3apeneH B JPKEHKMHC, C€ M3IBIHSABA BCSKA YacT OT
(yHKIMUTE HA €TanuTe, 3all04BaiKu OT ,,JI3BIM4aHe Ha KoA™“ JO MOCIEAHUS eTan
,»TEST DAST*. Bceku IIbT, KOraro ce 3ajeiicTBa HoBa KoMIIMiIanus U [PKEHKUHC ce
OTMTA J1a U3BJIeYE KOJ OT YacTHOTO xpaHuiuiie Ha GitHub, mo nu3aiin Toi BUuHaru
usteris Jenkinsfile, kolTo 3apekna MHCTPYKIIMUTE, KOUTO CTapTUpaT MOjelia Ha
DevSecOps tproonpoBona. Ha ¢ur. 17 e mokazan kpaitaust pesynrar oT DevSecOps
MojieNia U300pa3eH Karo €Tanu OT Pa3jIMYHUTE CTHIKH.

3a 5a ce MOTBbPAU NPEATIOKEHHUAT MO, C€ U3IMO0I3Ba IPUMEPHO MPUIIOKEHUE
KaTo HayaJlHa TOYKa, 3a Ja C€ ICMOHCTpUpPa KaK CTATUYHOTO ¥ TUHAMHYHO TECTBaHE
Ha CUTYPHOCTTA Ha PUJIOKEHUETO MOXKE 1a € MHTerpupa B eranure Ha DevSecOps
TpHOONPOBOAHMUST MOZEN. 3a Ta3u LEeJd EKUIIBT 3a pa3paboTKa Ch3Aane YacTHO
xpanunuiie Ha GitHub, koeTto € ch3gazeHO W KIOHHPAHO OT O(HUIIMATHOTO
xpanuiuaie Ha Spring Petclinic B GitHub. Knonupanoto wacTHo XpaHumnuiie Ha
GitHub e TouHO KOTIME HAa OPUTHHATHOTO XPAHWIHIIIE.

Pamka 3a uHTerpupaHe Ha moaeaMpaHero Ha 3amiaxu B DevOps 3a
1mojg00peHo pazpadoTrBaHe Ha copryep

[Tpennoxxenusat moxen Ha DevSecOps mporiec Ha pa3paboTka ce BaIuaupa 4pe3
peanu3upaHe Ha pamKa, Chb3JaZicHa B CHTPYAHUYECTBO C €IUH OT CKHUIIUTE 3a
pa3paboTka B paMKUTE Ha OTJeja 3a W3CJEABAaHMS W Pa3BUTHE HA KOMIIAHUS 3a
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pa3pabotka Ha codrTyep. HampaBeHa e oleHka 3a mogoOpsiBaHe HA HACTOSIIIUST
mozen DevOps upe3 BKITIOUBaHE HA CUTYPHOCTTA B MPOIIEC HA pa3padoTKa.

C passutnero Ha DevOps mpakTHKuTe, HEOOXOJUMOCTTA OT MHTErpUpaHE Ha
MEpPKH 3a CHUTYPHOCT CTaBa BCE€ I0-aKkTyajdHa. TpaJulIMOHHUTE OILICHKH Ha
CUTYPHOCTTA YECTO HE YCIIABAT J]a OTTOBOPST Ha ObP3UTE LIUKIIM 32 pa3paboTka Ha
codryep, xapaktepau 3a DevOps.

Ha 6a3a npeanoxeHust MOJIEIN ce pealn3upa pamMmKa 3a BrpaxaaHe Ha MOACIupaHe
Ha 3ariaxu B Jenkins TppOONpoBoaa, mocieaBaHa OT UHTETpUPAHe Ha JaHHUTE OT
MOTEHITMAIHA 3aIlUlaxy B 0aza JaHHU M TAXHOTO HW3IOJI3BAaHE 332 aBTOMATH3MPaHU
MIPOBEPKH 3a YA3BUMOCTH C ITOMOIITA HA WHCTPYMEHTH 3a CTATUYHO W JUHAMHYIHO
TECTBaHE HA CUTYPHOCTTA Ha mpuioxenusta. llenta e 1a ce momobpu curypHocrra
Ha NMPUJIOKEHUTa, O0e3 Aa ce 3a0aBsd CKOPOCTTA Ha pa3paboTkara Ha codryep. Upes
NPWJIAraHeTO Ha TO3M IMOAXOJ OpraHu3allMUTe MOoraT Ja TOBHIINAT HUBOTO Ha
CUTYPHOCT Ha CBOMTE MPUJIOKEHUSI, KaTO MTPOAKTUBHO UJICHTU(DUIIMPAT U CMEKYABAT
MOTEHIMATHUTE 3aIljlaXy Tpe3 Meus )KU3HEH IUKBI Ha pa3paboTKara.

Upes npwiiaraHeTo Ha paMKa 3a MHTETPUpPAaHE HAa MOJAEIMPAHETO HA 3aIUIaxy B
DevOps koHBeiiep ce 1efu Ja Ce CPaBHAT UACHTUPUIUPAHUTE TPEAN3BUKATEIICTBA,
CBbpP3aHU C Hesl.

@urypa 31 mmrocTpupa UHTErpanusATa Ha MOACIMPAHETO HA 3aIUIaXU B paMKara
Ha Jenkins DevOps koHBeliepa.

Mopgenvpate Ha WasexpaaHe Ha AaHHW Wnterpauus c 6asa [AvHamununo TecTBaHe
3annaxute OT MoaenupaHe Ha AaHH1 3a ysI3BMMOCTH
3annaxure

Queypa 31 Unmeepayus na mooenuparemo na 3aniaxu 8 Jenkins DevOps
KOH@euep.
[IponiechT € pazaeneH Ha HAKOJIKO eTara:
o Mooenupane na sannaxume: B etana Ha MOJAeTMPAHETO HA 3ANJIAXH, CKUTTUTE
M0 CUTYPHOCTTa M pa3palOTUYUIUTE PAOOTAT B TIACHO CHTPYJAHHYECTBO, 3a JIa
UACHTU(DUIIMPAT TIOTEHIMATHU 3allJlaxd M YSA3BUMOCTH B apXUTEKTypaTra Ha

cuctemata. Ta3u ¢a3za e oO03HaueHa B quarpamara ¢ Kytusra "Mojenupane Ha
3artaxu". [To Bpeme Ha To3u erarr, Ha 6a3aTa Ha UACHTU(DUITUPAHUTE BUCOKOPHUCKOBH
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NOTEHIIMATHU 3aIlJlaxd 3a CUTYPHOCT Ha codTyepa, MOXKE Jla C€ B3EME pEIICHUE
TpBOONIPOBOABT /1a OBb/I€ CIPSH U J1a C€ U3UCKA OT Pa3pabOTUUIINTE U apXUTEKTHTE
na OOMHCIAT BB3MOKHUTE PEIICHHS WIM NPOTUBOJCWUCTBHS Bb3 OCHOBAa Ha
HaMEPEeHUTE 3aruiaxu. B ciyyail, ue eKkummbT 1o pa3padoTKa mprueMe pucka, MOXKe Ja
Ce pa3pel NpoabiKaBaHETO Ha TPHOONPOBOIa KbM cie/Balara asa.

e 3enuuane na oannume om mooeaupane Ha 3anaaxume: PesynraTute ot erana
Ha MOJeJIMPaHe Ha 3aIJIaXM CE U3BIMYAT B CTPYKTypHUpaH ¢popMaT, KOWTO MOKE /1a
ce 00padoTH HONMBIHUTENHO. Ta3u CThIIKAa rapaHTUpa, Y€ JaHHHUTE 3a 3alljlaxXuTe ca
TOTOBH 3a MHTETpalus ¢ 6a3ara JaHHU.

o Uumeepayus c 6aza dannu: CTpyKTYypUpaHUTE JAHHU 32 3aIJIaXH CE BbBEKIAT
B 0a3a JaHHU, KOETO MO3BOJISIBA €(EKTUBHO M3BBLPIIBAHE HA 3asBKM W aHAIIM3 Ha
MOTEHIIUATHUTE YA3BUMOCTH, KOUTO OUBAT ChXpaHeHu B 0azara. Ta3u uHTErpamus e
OT CBIIECTBEHO 3HAYCHHE 3a LEHTPAJIM3UPAHETO Ha MH(POpMAIHITA, CBbpP3aHa C
UACHTU(UITUPAHUTE 3aIUIaXH, U 32 OCUTYpsIBaHE Ha OBP3 JOCTHII 110 HES.

o Jlunamuuno ckanupane Ha 3aniaxume. V3M0JI3BaiKu UHTETPUPAHUTE JAHHU
3a 3amjiaxy OT 0a3aTa JaHHHU, CE€ MPOBEXAAT AaBTOMATU3WPAHU CKaHUpPAHUSA 32
YSI3BUMOCTH C 1€ UACHTU(DUIIMpaHe U aJjpecupaHe Ha MOTEHIUATHU IPOOJIeMU ChC
curypHoctra. Ta3zu ¢aza ce pokycupa BbpXy CKaHHUPAHETO HA KOHKPETHU 001acTH,
KOUTO ca UJESHTU(DUITMPAHU KaTO BUCOKOPHCKOBH 110 BpEME Ha eTaria Ha MOJIeJIUpaHe
Ha 3aIUIaxu.

o Auanuz u Ooxnad: Pe3ynratute OT CKaHUpaHHATA 3a YSI3BUMOCTU C€
aHAM3UPAT M CE U3BSXKIAT B JOKIAIN. Te3u NOKIaaN UTPasT BasKHA POJIS 32 CKUTTUTE
10 CUTYPHOCT Y pa3pabO0TYUITUTE, KATO UM IToMAarar Jia pazoepar uaeHTU(PpUIMpaHnuTe
ySI3BUMOCTH U J1a TIpEANPUEMAT MOIXO AN MEPKH 33 CMEKYaBaHE Ha PUCKOBETE.

o /cenxkunc DevOps mpvoonposoo: llenust npoiiec € uaTerpupan B Jenkins
KOHBelepa, KOETO OCUTYpsIBa aBTOMAaTUYHO MPOBEK/IaHE HA OLEHKH 32 CUTYPHOCTTA
NPy BCEKH IMKBI 3a KOMIWJIUPAHETO W wu3rpaxaaHeTto Ha codtyep. Tasu
aBTOMAaTH3alusl € OT KJIIOYOBO 3HAYEHUE 3a MHTEIPUPAHETO HAa CUTYPHOCTTA B
DevOps npakTuKuTe, Thil KaTO MO3BOJISIBA HEMPEKHCHATO HAOIIOICHNUE U OIICHKA Ha
YSI3BUMOCTUTE TI0 BpEME Ha IIeJIHsl )KU3HEH [UKbJI Ha pa3paboTka Ha codTyep.

Ta3u pamka rapantupa, 4e ChOOpaXEHHUSITA 32 CUTYPHOCT Ca BHEIPEHH Tpe3
IIeJTUS )KU3HEH IUKBII OT pa3paboTkara Ha cOPTyep, KaTo moMara MpOaKTUBHO J1a Ce
UACHTUGUIUpPAT U CMEKYaBaT MOTECHLMANHU 3aruiaxu. YUpe3 MHTErpupaHeTo Ha
OLICHKHM 3a CUTYPHOCTTa B pPaHHUTE €Talu OT pa3paboTkara Ha copTyep, eKUIUTe
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MOTaT J1a YCTAaHOBAT YSI3BUMOCTH U PHCKOBE, TIPEIH T€ a ObJIaT €KCIUIOATHPAHH OT
XaKepH.

H3BoaM M 3aKII09€HUSI KbM TpETa riiaBa

[IpencraBeHoOTO B TpeTa IliaBa Ha AUCEPTALMOHHUSA TPY/ U3CIIEBAHE MTPEAOCTABS
cTaOWJIHA paMKa 3a MHTETPUpPAaHE Ha MojelupaHeTo Ha 3aruiaxu B Jenkins DevOps
TpBOOIIPOBOJA. ABTOMAaTH3UPAHETO HA OTKPUBAHETO HA 3aIlJIaXH U U3IOI3BAHETO HA
CTPYKTypHpaHU JaHHU B 0a3a JaHHH 332 CKaHUPAHE Ha YSA3BUMOCTH IO3BOJISIBA Ha
OpraHU3allMUTE Jla YIpaBIsBaT MPOAKTHUBHO PHUCKOBETE 3a CHUTYPHOCTTA, Karo
OCUTYpsiBaT pa3pabOTBAaHETO Ha CHUTypHH COMTYyepHH CHUCTEMHU B cpela Ha
HEIMPEKbCHATO BHEJIPSIBAHE.

Upes Brpaxxaane Ha npouecute no curypHoct B CI/CD tpwbonpoBoau, Taszu
paMKa pelniaBa 4ecTo cperniaHusi KOHQIIMKT MEeXy HY>KIuTe OT Obp3a pa3zpaboTka u
CTPOTUTE M3MCKBAHUS 3a CUTYPHOCT. T ocurypsiBa mamadbupyemoct u e(heKTUBEH
HAYMH 32 MOAAbp>KaHe Ha BUCOKHU CTaHJIAPTH 32 CUTYPHOCT, O€3 J1a c€ KOMIIPOMETHPA
CKOpOCTTa Ha paspaborkara. HempexkbCHATOTO akTyalu3upaHe Ha MOJEIUTE Ha
3alylaxu ¥ MHTETPUPAHETO HAa TEXHUTE JAaHHUW B ILIEHTpajHa 0a3a 3a HACOYECHO
CKaHHpaHE rapaHTHpa, Y€ MPAKTUKUTE 32 CUTYPHOCT CE€ pPa3BUBAT MAapaJiEIHO C
MPUIOKEHHUETO, KaTO C€ aApEeCUpPaT HOBOBb3HUKBAILIUTE 3aILJIAXH.

MonenvpaneTro Ha 3ar1axuTe € KIIFo4JoB acnekT Ha DevSecOps, KOMTo mo3BoIsABa
Ha OpraHU3alMHUTE Ja UACHTU(PUIUPAT U CMEKYaBaT MOTEHIMAIHU PUCKOBE OIIE B
HauyaJIHUTE eTanu Ha pa3paboTka. HacTodmoro wu3cienBaHe IEMOHCTpHpa, Ye
U3I0JI3BAHETO Ha AaBTOMAaTM3MpPaHW METOAM 3a MOJEIHpaHe Ha 3alllaxi,
KOMOMHHMpAaHU C JAWHAMUYHO M CTAaTUYHO CKaHUpPAHE, OCHUTypsiBa €(PEKTUBEH
MEXaHU3bM 32 NPEBEHIUS cpelly KuOep araku. MHTerpanuara Ha Te3u MpoLEecu B
Jenkins CI/CD TpnbOonpoBoaa IMO3BOJIIBA CH3AaBAHETO HAa aBTOMAaTU3UPAHU
MEXaHU3MU 32 CUTYPHOCT, KOUTO HaMaJsiBaT BEPOSITHOCTTA OT KOMIPOMETHpPAHE Ha
IPUIIOKEHUSTA.

[IpencraBenusT DecSecOps Mozaen Moxe Ja ce pa3lIupu Ype3 U3IMO0JI3BaHE Ha
YCHBBPIIEHCTBAHU METOJIM 3a aHAU3 Ha 3aljlaXH, KaTo MAalluHHO OOyuyeHHe u
U3KYCTBEH HWHTEJEKT, 3a Ja C€ MOBUIIM €(PEKTUBHOCTTa Ha IMpEACKa3BaHEe U
npeBeHIus Ha aTaku. JlombIHUTENHO, HHTerpupaneTo Ha Runtime Application Self-
Protection (RASP) texnonoruu B DevSecOps koHBeliepa MOXE /1a OCUTYpH 3aIlUTa
Ha MPUJIOKEHUATA B PEAJTHO BpEME, MUHMMHU3UPANKH PHUCKA OT €KCILIOAaTalus Ha
ysa3BuMocTH. IIpuiaraneto Ha DevSecOps MeTOmONOrMM M aBTOMaTHU3alUsATa Ha
MOJIEJIUPAHETO Ha 3alulaxy ca KJIIOYOBH 3a MOA0OpsSIBAHE HA CUTYPHOCTTa Ha
copryepaute npoayktu. [IpoaktuBHusT noaxoa B CI/CD nporiecute ocurypsiBa He
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caMoO T0-0€30TacHH TPHUJIOKCHHs, HO W 3HAYHUTEJIHO HAMaJisiBa BpPeMeTo 3a
peakiusi NPpU MHIUAEHTH, KaTO 1O TO3W HAYMH C€ IMMOBWINABA HAJSKIHOCTTA U
YCTOHYMBOCTTA Ha COPTYyEpHUTE CUCTEMH CPEITY 3JI0HAMEPEHHU aTaku. Mojienure Ha
MAaIllMHHO OOyYeHHEe MOTaT Jla aHAJIM3UpaT UCTOPUICCKU JaHHU 3a 3alljlaXxd, 3a Ja
IpeCKaXaT MOTCHIIMATHYU YSI3BUMOCTH B HOBH ITPOMEHH B KO, OCUTYPSIBAMKH OIIIe
MO-TIPOAKTUBHU MEPKH 3a CUTYPHOCT. J[ombJIIHUTETHO Morar na ObJar BHEIPEHU
MEXaHW3MHU 32 MOHHTOPHHT B pEalHO BpeME M M3BECTSIBaHE, 3a Jla C€ OTKPUBAT U
pearupar Ha 3aluiaxW MpH TAXHOTO BBH3HUKBAaHE, KOETO OINE IMOBEYE YKperBa
CUTYPHOCTTA Ha MPHIOKEHUETO.

B 3akmiouenuwe, uMHTerpamusTa Ha MOJENHMpaHeTo Ha 3amiaxu B DevOps
TPBHOOMPOBOA, KAKTO € OMKMCAHO B Ta3H PAMKa, IPEICTABIIABA 3HAYUTEIICH HAPEIbK
B OCUTYpSBAHETO Ha CHBPEMEHHMTE MPAKTHKU 3a pa3paboTka Ha codryep. Ts
KOMOWHHpaA aBTOMATH3allvs, YIpaBICHUE Ha CTPYKTypPHpPAaHU JaHHH U HACOYCHO
CKaHUpPaHE 3a YSI3BHUMOCTH, 3a J]a MPENOCTaBU ISUIOCTHO PEUICHUE 32 CUTYPHOCT,
KOETO € €IHOBPEMEHHO €()eKTUBHO U e(pUKacHO.

IJTABA 4. CPABHEHHUE HA IIOAXO/A 3A PbYHU U ABTOMATUYHUA
METO/IU 3A MOAEJIMPAHE HA 3AIIVIAXH

PbuHO MogesiupaHe Ha 3a1U1aXU

@ur. 38 Bu3yanu3upa BPEMETO HYKHO 3a PbYHO MOEJIHMPAHE Ha 3arjiaxw,
U3BEACHO OT HAYYHUTE aHAJIM3U U U3cieiBaHus, mpoBeaeHu B [1aBa 1 u [masa 2.

Bpeme 3a pb4HO MoAenupaHe Ha 3annaaxvTe o casu

Bpeme (4acoge)
=

®dasn

Queypa 38 I paghuxa 3a spemempaene na pbuHo MoOenupane Ha 3aniaxume
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ExcniepuMeHTanHuTe JaHHU, peacraBeHu Ha Our. 38, ca moayyeHu B paMKUTE
Ha ChBMECTHO H3CJIE[IBAHE C EKCHEPTHHUS EKHUIl [0 KUOEPCUTYpPHOCT M €KHUI OT
pa3paboruniu B codpryepHa opranuzanus. [IpouecsT no MoaenrpaHe Ha 3aluIaxy €
peanus3upaH pbuHO B YETHPH (pa3u — UAeHTU(ULIMPAHE HA aKTUBH, UICHTU(ULIUPAHE
Ha 3aIUIax¥, AaHAJIU3 Ha 3aIu1axy U GopMy/IHpaHe Ha MPEAJIOKEHHS 32 CMEKYaBaHE —
CBIVIACHO ONMCaHaTa METOJOJOTHs. 3a CTPYKTYpHUpaHETO M KiIacu(UIUpaHeTO Ha
3artaxute ca u3nonas3Banu yrebpAaeHuTe pamku OWASP Ton 10 u MITRE ATT&CK,
KOUTO OCHUTYpsBAT OOIl €3UK M KPUTEPUHU 3a OLIEHKA Ha YSA3BUMOCTU U TEXHUKH Ha
HanajgeHue. OueHkara U uaeHTUQUKaIUATa ca 0a3upaHd Ha €KCIIEPTHO MHEHHUE Ha
ydacTBalllUTe €KUMH. BpemeTo 3a u3nmbiHEHHE Ha Beska ¢a3a € Mpocie/leHO U
pPETUCTPUPAHO B CHCTEMara 3a YNpaBIeHWE Ha 3anadd Jira, HM3MEpPEHO upe3
XpPOHOMETPUpPAHE M YCPEAHEHO cilel ABYKpaTHO mnoBropeHue. [lomydenure
CTOMHOCTH €a BAJIMJUPAHU UPE3 EKCIIEPTHA OLIEHKA, KOETO OCUTYpsBa MPO3PAYHOCT,
BB3IIPOU3BOUMOCT U HayYHa JJOCTOBEPHOCT HA PE3YJITaTUTE.

Ot rpadukara Morar jia ce HanpaBsTt cieanute u3Bonu: (dwur. 38):

e daszuTe HAa pPYHOTO MOJEIMPAHE HA 3AIJIAXUTE U3UCKBAT 3HAYUTEIHO BpEME.

e lnentuduuupane Ha 3amiiaxd U MOPEUIOKEHUS 3a CMEKYaBaHE ca Hai-
BPEMEEMKUTE CTHIIKH, KOUTO CE paBHSBAT HAa 001110 MUHUMYM 14 vaca.

e AHanu3bT HA 3aIUIaXU WU IPENIOKEHUATA 3a CMEKYABaHE CBINO H3HCKBAT
3HAYUTEIHU PECYPCH.

e To3zu mpouec yecTo BoaU A0 3a0aBsiHE HA BHEAPSBAHETO HA PEIICHUS U JI0
PHUCKOBE, CBbP3aHM C YOBEIIKA I'PEIIKA.

Bpeme 3a aBTOMaTU4HO MOAENNpPaHe Ha 3annaxuTe (B MUHYTH)

30F

25¢

Bpeme (MUHYTW)
= [
w [=]

—
=]

[

Irius Risk Microsoft TMT OWASP Threat Dragon Trike

@urypa 39 CpaBHeHUE MEKYy YETUPHU HHCTPYMEHTA 32 aBTOMATU3UPAHO
MOJIETTUPAHE Ha 3aIlJIaxuTe
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CrpsiMO HampaBEHUTE W3CIEABAHHUS U TECTOBE, HAl-I0OPOTO pEIIeHHE, KOETO
MOXeE J]a C€ M3IOJI3Ba 32 M3IIBIHCHUE HA 33Ja4UTE B TUCEPTAIIMOHHUS TPY/ C eI
Ch37aBaHE Ha aBTOMAaTH3MpaHa paMKa 3a MoJIeJIupane Ha 3arutaxuTte e Irius Risk:

* Haii-0bp3 MHCTPYMEHT - 3aBBbpIIBA ABTOMAaTUYHOTO MOJIETTUPAHE MEXKIY 5 U
10 MmunyTH.

° I/IHTyPITI/IBeH PIHTGp(i)CfIC - JIECEH 3a M3MIOJI3BAaHE OT EKHIIM Oe3 OIMT B
MOJACINPAHCTO Ha 3aIllIaXH.

* Unaterpamus ¢ DevSecOps - Bb3MoxkHOCT 32 Brpaxmaane B CI/CD mporecn.

* IlompoOeH aHanmM3 - MPEAOCTaBsi KOHKPETHU MPENOPHKU 3a HaMajsiBaHE Ha
PHUCKOBETE.

Ha ®ur. 40 e mpeacraBeHO CPaBHEHHMETO MEXAY PBUYHO M ABTOMATHU3UPAHO
MoJiesIipaHe (aBTOMaTU3MPaHO MOJIEIMPAHE Ha 3aIlIaXy 4Ype3 MHCTPYMEHTH BbB Dur.
39) Ha 3amiaxu, U3BbPILIEHO BHPXY €HA U ChIlla apXUTEKTYpHA AHarpama OT BUCOKO
HUBO, KOATO BKJIIOYBA yeO KIIMEHT, yeO ChbpBbp M CBbP3aHa KbM HEro 0asza JIaHHH,
BHEIpeHU B MyOnumyHa uHppacTpykTypa. Llenta Ha cpaBHEHHETO € J1a c€ OLEHU
BpeMmeBara €(peKTHMBHOCT Ha JBara IOJXOJa IpH 3ama3BaHe Ha (yHKLIHMOHAJIHATa
CBIIHOCT Ha ITPOLECA [0 MOACIHUPAHE.

Pb4HO cpelwly asToMaTUYHO MOAENVPaHE Ha 3annaxuTte

120+
100
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60

Bpeme (MUHyTW)

40

20

L
PvyHO MoaenupaHe ABTOMaTUYHO MoAeNMpaHe

Queypa 40 Pvuno cpewy nony-asmomamudno (Aemomamuzupano mooenupane
HA 3anaaxu)

[Ipy ppuHHS METOA MPOUECHT, MU3BBPIICH Ype3 EKCIEpTHA OLCHKAa Ha
WHJIVBUIYAIHO E€KCIIEPUMEHTAJHO MpPOyYBaHE € peaJu3upaH B YETHUPHU
IIOCIIEJOBATEIHYU CTBIIKH:

e lnentudunupane Ha aKTUBU
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o linenTuduiupane Ha 3amiaxw,
e AHajn3 Ha 3aIUIaxu
o dopmynupaHe Ha MPEITOKEHUS 32 CMEKYaBaHE.

BbB (azarta Ha ugeHtuduiMpaHe Ha KOMIIOHEHTHUTE ca pasmieaHu TpUTE
OCHOBHHU €JIEeMEHTa OT apXUTEeKTypHaTa Auarpama — ye0 KJIHMEHT, yeO CbpBbp U 0a3a
naHHU. 3a uaeHTU(UIMpaHe W KiIacHpUIMpaHe Ha 3alUIaXUTe Ca H3IMOJI3BAaHU
pamkute OWASP Top 10 u MITRE ATT&CK Framework, kouto ocurypsiat
CTaHJapTU3UpaHa OCHOBA 32 aHAJIM3 Ha YA3BUMOCTU U TEXHUKH HA aTaka. AHAJIU3bT
Ha Bb3MOKHUTE MEXaHU3MU 3a MPOTUBOACUCTBUE € U3BBPIIEH YPE3 AOMBIHUTEIIHO
MpOy4YBaHE Ha OHJIAMH W3TOYHUIM, BKIIOYUTEIHO OQPUIIMAIHUTE TIATPOpPMH Ha
OWASP u MITRE, karo nenust mpouec € peanu3upaH 0Oe3 H3IM0I3BaHE Ha
aBTOMAaTU3UPAHU UHCTPYMEHTH.

Bpemero, orpazeHo B rpadukara, oOxBalla IBJIHUA LHUKBI Ha PHUYHOTO
MOJIeNTUpaHe — OT UACHTU(DPUIIMPAHETO HA AKTUBUTE 10 (POPMYITHPAHETO HA MEPKU 32
CMEKYaBaHE — U € U3MEPEHO C TIoMoIITa Ha yeb 0a3upanus xpoHomersp Ha Google.
CroilHOCTUTE Ca OINpPEACICHH Bb3 OCHOBAa Ha EKCIIEPTHA OLICHKA U PEaTHO
IIPOCIIENABAHE HA BPEMETO 3a U3II'BJIHEHUE.

PesynratuTte moOKa3BaT 3HAYUTENHO CBKpAlllaBaHE HA BPEMETO IIpHU
aBTOMAaTU3UPAHOTO MOJICJIUPAHE B CPABHEHUE C PHUYHUSA ITpoliec. ABTOMAaTU3UPAHUTE
WHCTPYMEHTU pEaM3UpaT MBIHUS IUKBI MO HACHTU(UIIMPAHE W OIEHKa Ha
3alylaxuTe Haja JIeCeT MbTH MO-0bp30, KOETO IMoauyepTaBa NpEeIUMCTBaTa Ha
BHEJIPSIBAHETO UM B ChBpeMeHHUTE DevSecOps MpaKkTHKH.

l'[pezmomelme Ha ME€TOoa 3a nozloﬁpeHne H AaBTOMAaTHU3HPaHEe Ha nmpoueca 3a
MoOAC/JIMPaAHe HA 3AIIAXUTE H JTMHAMMAYIHO CKAHUPAaHE 34 YA3BUMOCTH

OT HampaBeHUTE NPOYYBAHUSA, TECTOBE M NOJIyYEHU pe3yiararu oT InaBa 2 u
I'maBa 3 craBa ICHO, 4e MOJIETIMPAHETO HA 3aIUIaXH 3a€IHO C TMHAMUYHOTO TECTBAHE
3a YA3BUMOCTHU B JaJICHO yeO MpUJIOKEHHUE Morar J1a ObIaT TeXKHU MPOLECH, KOUTO
M3UCKBAT MPEKAJIEHO ABJITO BPEME U PECYPCH, IPEBPBIIANKHA TH B METOIUKH, KOUTO
HE BCEKHU €KHII UJIM OpraHu3alus O mpeanpuena 1a UMIJIEMEHTUPA B CBOUTE CPE/IH.
Ilopagu Tasu npuuMHa € CB3OAZAEH METOJ 3a YJIECHSABAHE Ha INPOLIECUTE 3a
MOJCJIMPAHE HA 3alUIaXd W JWHAMUYHOTO CKAaHMPAHE Ha YI3BUMOCTH 4Ype3
CKpPHUIITOBE, KOUTO aBTOMAaTU3UPAT LIEJINSI MPOLEC OT HA4YaJIO 10 Kpal, ChbKpallaBaku
BPEMETO, KOETO € HYKHO 3a J1a 3aBbPIIM LENNs LUK OT TCHEPUPAaHE HAa MOJEN 3a
3aIyIaxy A0 CKAHUPAHETO Ha YA3BUMOCTH B €JHO yeO MPUIIOKEHHE.
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CKpI/IHTT)T IMpEMHUHAaBa IIPE3 HAKOJIKO CTBIIKHU:

1. Crpnka equno — upe3 API 3asBka ce m3rpaxaa Bpb3ka kbM IriusRisk, 3a ga
CBajJM BeUE IeHEpHpaHa Juarpama OT BHCOKO HMBO 3a MOJEIHMpAaHE Ha 3arliaxu.
CkpunThT H3BIMYA JAMArpamMara ¢ BCHUYKH TOTEHIMAIHU 3alllaXd W HU3BEXIa
pesynrara B XML dopmart ( [Tpunoxenue 14.4)

2. Crpnka 1Be — upe3 HMHCTpyMmMeHTa xmlstarlet ce wu3BbpIIBa MpoOBEpKa
nosyueHuss XML ¢aitn ot Irius Risk ¢ moreHmmanHu 3amiaxy W ce H3BEXKIa
unpopmarusata cpaspkamia CWE nannu B JSON dopmar (Common Weakness
Enumeration e oowonpuem cmanoapm u pedHux Ha Yecmo cpewjanu ciabocmu 8
cogpmyepnama cueyprocm. Toii noonomaea pazpabomuuyume, mecmepume U
eKcnepmume no cucypHocm npu udenmuguyupare, Kiacuguyupane u aopecupame
Ha npooremu, 3a 0a n000OPsM odbwama yYCmou4usoCm Ha NPULOHCEHUAMNA)

3.CTpKka TpU — CTapTUpaHe Ha JAMHAMUYHO CKaHUpaHe cpenry yeo
npuioxkenrero Spring Pet clinic, koero e wuHcranmupano Ha JokaneH Docker
container u ¢ ¢ IP amgpec http://192.168.88.135:8080 mopt 8080. HM3Bexmar ce
pe3yATaTuTe C ySI3BUMOCTUTE OT IMHAMUYHOTO ckaHupane B JSON ¢opmar.

4. Crpnka uetupu — M3pbpmiBa ce cpaBHenue Ha CWE pgannute ot (aitna 3a
MozenupaHeTo Ha 3amaxute oT Irius Risk cpenry momydenurte pesyararu Ot
IMHAMMYHOTO CKaHMpaHe 3a YsI3BUMOCTH. Mpaesta e na ce mpoBepsAT Aalu
pe3yiaTatuTe OT MOJAEIUPAHETO Ha TNOTEHUWAJIHM 3allylaxd ca MONpPaBeHU U
paspellieHu ciel AUHAMUYHOTO TecTBaHe 3a ys3BuUMocTU. CbrnocraBime CWE
JAHHUTE OT IbPBUS METO, KOTraTo 3aljlaXuTe C€ MOJAEIUpAT U CUCTEMAaTa BCE OLLIE
HE € M3rpajJieHa U HaKpas ciell Karo yed NpuiioKeHueTo € B roroB mpoaykT 1 CWE
pe3yiTaTuTe ca B3eTH OT Beue (YHKIIMOHUPAILOTO MPHUIIOKEHHE.

CpaBHeHHe HA pe3yJTaTUTe MOJYYEeHU OT METOAUTE 32 PHYHO, MOJY-
aBTOMATHYHO MOJeJIMPaHe HA 3alIaxXuTe M ABTOMATU3UPAHO MOJeJIMpaHe HA
3alJIaxure.

durypa 44 noka3pa CpaBHEHHETO HA OOIIOTO BPEME 3a MOJIECIUPAHE Ha 3allIaxu
n quHamudHo TectBaHe (DAST). [IpeninoxkeHoTo B IMCepTALIMOHHUS TPY PELICHUE
ChC CKDHUIIT 3HAYUTEIHO HamalsiBa BpeMeTO 10 5.36 mMuHyTH, cpaBHeHO ¢ 140
MUHYTH TpU PBUYHOTO MojenupaHe v 30 MUHYTH HpH MOJy-aBTOMaTH3UpaHUs
MOJIXO]I.
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CpaBHeHue Ha obLL0TO BpeMe 3a MogenupaHe Ha 3annaxu u DAST
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Mopxop,

Queypa 44 Cpasnernue na 8pememo 3a MOOeIUpare u mecmeane

Ha ®wur. 44 e nmpeacTaBeHO cpaBHEHHETO Ha OOIIOTO BpeMe 3a MOJENIMpaHe Ha
3ary1axy U M3BbpIIBAHE HA TMHAMHUYHO TecTBaHe 3a ysa3BuMocTu (DAST) npu tpu
Pa3IMYHU MOAXO/A:

e PpuyHO Monenupane
e ABTOMaTU3UPAHO MOAEIHUPAHE YPE3 UHCTPYMEHTH
e ABTOMAaTM3MPaHO MOJEIUPAHE YPE3 CKPUIIT

ExcniepruMeHTHT KOMOMHMpA Tpolieca 1Mo MOJEIUpaHe Ha 3alljlaXyd U BPEMETO,
HY’)KHO 32 JIMHAMMYHOTO CKaHUpaHe Ha yeO mnpuioxenue. M B Tpute ciydas e
M3II0JI3BaHa €1HA U ChIIIA apXUTEKTYpHA Juarpama oT BUCOKO HHBO, BKJIFOUBAIA yeO
KJIMEHT, yeO ChbpBbp U 0a3a JaHHU, CBbP3aHU B NMyOJIMUHA HHPPACTPYKTYpA.

I/I3B02Il/l U 3aK/III0YCHUA KbM Y€TBbPTA IU1aBa

W3BbpiieHu ca AeTailiTHu U3MEPBAHMS M aHAJTM3W HA BpEMEHara 3a MOJIeTTUpaHe
Ha 3alUIaXy ¥ JUHAMAYHO TE€CTBaHE 3a YSI3BUMOCTH C TMOMOINTA HA TPU Pa3InuHU
MOJX0/Ja: PhYHO MOJICIMPAHE Ha 3arlJIaxH, MOJTy-aBTOMATU3UPaHO MOJIEINPAHE Ype3
CTaHJApTHU HHCTPYMEHTH, M aBTOMAaTH3MPaHO MOJIEIHMpAHE Ha 3aljaxud upe3
pa3paboren ckpunt. llenta Ha wW3cnenBaHETO € Ja C€ OLEHU E(PEKTUBHOCTTA,
TOYHOCTTA U BpeMeBaTa ONTUMHU3AINS Ha BCEKU OT TE€3H METOIH.
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BpCMGBI/I N3MCPBAHUA U aHAJIN3!
1. Ppuno MOJACIIMPAHC Ha 3allJIaXU

e [IporechT OTHEMA 3HAUUTEITHO BpeMe — 0koJ1o 120 MUHYTH 3a MOJieTupaHe
u ponbaHuTenHu 10-20 MuHyTH 3a TUHaAMU4YHO TecTBaHe upe3 OWASP
ZAP u Burp Suite Professional.

e ll3ncKkBa BUCOKA E€KCIIEPTH3a M YOBEIIIKO YUacTHE, KOETO YBEJIMYaBa pUCKa
OT I'PEIIKH.

2. Ilomy aBTOMaTU3UpPaHO MOAEIMPAHE HA 3aIlIaXH

e I3nom3Banu ¢ uHcTpymMeHTta Irius Risk, kolTo aBTOMaru3upa 4acTUYHO
nporeca.

e Bpewmeto 3a monenupane ce HamassaBa 10 20-30 MUHYTH, HO THHAMHAYHOTO
TECTBaHE OTHEMa CbhIIOTO Bpeme 10-20 MHHYTH, KaKTO NpU PHUYHHS
ITOZIXOZ.

3. ABTOMaTU3UPAHO MOAEIHUPAHE YPE3 CKPHUIIT

e Ckpuntbt uHTerpupa Irius Risk 3a monenupane Ha 3amtaxu u OWASP
ZAP 3a nuHamMu4HO TecTBaHe. llenmaTr mpomec — OT HW3BIMYAHE HA
3aIUIaxuTe 10 JUHAMUYHOTO TECTBAHE — C€ M3IIBJIHABA 3a 5.36 MUHYTH
(BKJTFOUMTENHO 36 CEeKYHIU 3a IMHAMUYHO CKAaHUPAHE).

4. OCHOBHH pE3YNITATHU:

e PpyHO MOzenupaHe Ha 3amaxy - BeIpeku BUCOKaTa TOYHOCT, ITPOLIECHT €
0aBeH, CKbIl U MOJATIMB Ha TpeliKd. TpyqHO € MPHIOKUM 3a TroJeMH U
CJIO)KHU CHCTEMH.

e [losy-aBTOMaTU3UpaHO MOJEIMPAHE HA 3aIllaXM 4Ype3 HUHCTPYMEHTH -
HamansiBatr BpemeTo 3a aHanu3, HO M3MCKBAT YOBEILIKa HAMECA, HO UMaT
OTpaHWYeHMs B aBromarmzamusita u wuHTerpamusra c¢ CI/CD
TPBHOOIIPOBOIH.

e ABTOMaTU3MpPaHO MOJEIHUPaHE Ype3 CKpUNT - Hal-epeKTUBHUAT MOAXO/,
KOWTO KOMOMHHMpPA BUCOKA TOYHOCT, MUHMMAaJIHa YOBEILIKAa HAMeca U MTbJIHA
aBroMaru3anus. CKpUNTHT NPEJOCTaBd CTAaHAAPTU3UPAHU U BAJIUINPAHU
pe3ynTaTty, NpUWIoKUMU 3a MmoaepHuTe DevSecOps npakTHKH.

5. XapakTepuCTUKU HA TMHAMUYHOTO TECTBAHE:

e Ckanupano e ye0 mpumnoxenueto Spring PetClinic, koeto mpemocTtas
cpelia ChC CpeHa CIOKHOCT, MOAXOAINA 32 U3MEpBaHe Ha €(hEKTUBHOCTTA
Ha UHCTPYMEHTHTE.
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e Bpewmero 3a ckanupane upe3 OWASP ZAP e camo 36 cexyHaH, KOETO
JIEMOHCTpHpa Obp3nHATa Ha aBTOMATU3UPAHUS TTOJXO/.

6. 3aKIIOUYEHU:

e ABTOMAaTH3UPAHOTO MOJCJIHMPAHE YpPE3 CKPUIT ChKpallaBa BPEMETO 3a
aHanu3 ¢ Haa 95% B cpaBHEHUE C PHYHUS MTOAXO/.

e Uurerpauusta Ha Irius Risk u OWASP ZAP rapantupa Bucoka CTENeH Ha
TOYHOCT M MPOBEpKa Ha pe3ylTaTUuTe.

e Pa3zpaboTeHusT METO/A 3a aBTOMATHU3UPAHE HA MOJEIMpPAHE HE 3arIaxuTe
Y IMHAMUYHOTO TECTBAHE 32 YS3BUMOCTH Upe3 CKPUINT IIpeMaxBa HyKJ1aTa
OT PbUHHU JEUCTBUS U FapaHTUpa CTaHAAPTU3UPAH IPOLIEC, KOUTO MOXKE J1a
ce unterpupa B CI/CD tpbbonpoBou.

e [lpunoxumoct: [logxoabT € MoOAXOASAN] 32 CHbBPEMEHHUTE M3UCKBAHUS B
DevSecOps, kato ocurypsiBa OCTOSHEH MOHUTOPUHT Ha CUTYPHOCTTA H
Obp3a peakiysi Ha HOBU 3aIljIaxu.

Te3sn pesynrath W aHAIM3M I[IOKa3BaT SICHO, Y€ aBTOMaTU3aluATa Ha
MOJICJIMPAHETO HAa 3aIUlaXW W JAUHAMUYHOTO TECTBAHE 34 YSI3BUMOCTH 4Ype3
CKPHIITOBE MPEAO0CTABS 3HAYUTEIHH ITPEAUMCTBA B ObP30TO ACCTBUE, €(PEKTUBHOCT
M KayeCTBO, KOETO IO MPaBU WACATHHUAT U300p 32 CbBPEMEHHUTE OpPraHHU3aluu U
pa3zpaboruuiy. ABTOMAaTHU3MPAHOTO MOZEIHMpPAHE HAa 3aIUlaXd W JAMHAMUYHOTO
TECTBAHE 32 YSI3BUMOCTH, PEAUTU3UPAHU YPE3 IPEJIOKEHATA CKPUIITOBA MHTErPALIUs,
JE€MOHCTPHUpAT 3HAUYUTEIIHO NOAOOpEeHNE B €(PEKTUBHOCTTA U TOYHOCTTA HA LU
npouec. CKpUNThT aBTOMATU3UPA KIFOYOBH CTBHIIKH KAaTO M3BJIMYAHE HA 3aIUIAXUTE
or IriusRisk, nuHamuuno ckanupane upes OWASP ZAP u cpaBHeHue Ha
pe3yiTaTtuTe, KOeTo HamallsiBa 00IIOTO BpeMme 3a M3MbIHEHHE 10 5.36 muHyTu. B
pBUHUS TOAXO0A To3W mnpouec orHema Hang 300 MHUHYTH, [AOKaro MOy-
ABTOMAaTU3UPAHUTE MHCTPYMEHTHU HU3UCKBAT OKkojo 30 muHyTH. M3mon3BaHeTo Ha
CTaHAApTU3UpaHu HHCTpyMeHTH W uHterpauus B CI/CD mpouecu He camo
ChKpalaBa BpEMETO, HO M ETMMUHUPA YOBEIIKUTE I'PEIIKH, KOUTO YECTO ChITBTCTBAT
PBUYHHUTE METO/IH.

PesyntatuTe mokasBar, ye BCUYKH MOTCHIIMATHU 3aIlJlaxu, WACHTUDUIIUPAHU
gype3 IriusRisk, ca ycmemHo BamumupaHu W OTCTPAHEHU CJI€] JTUHAMUYHOTO
tectBaHe ¢ OWASP ZAP. OcBeH TOBa, CKPUNTOBUAT IOAXOJ JIOKa3Ba CBOSATA
OPUWIOKHUMOCT MPU peajiHu clieHapuu ¢ ye0 npuiiokeHus karo Spring PetClinic,
KOETO CIy’)KM KaTo MpUMEp 3a CPEAHO CIIOKHA apXWUTeKTypa. BaxHo e nma ce
0TOENeXH, Y€ aBTOMATU3AIMATa HE CaMO yCKOpsiBa MpoIleca, HO U OCUTYpsiBa I0-
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TOYHU M TIOCJIEIOBATEIIHU PE3YJATaTH, KOETO MpaBU TO3M METON MOIXOIAII 3a
JMHAMHUYHATa U BUCOKO PUCKOBA cpefia Ha chBpeMeHHuTe DevSecOps nmpakTUKH.

[Ipu npoBenenuTe TecToBe BhpXy yeb nmpuiokennero Spring PetClinic OWASP
ZAP oTKpu moOBeYE YA3BUMOCTH, HO C TMO-TOJsiIMa BEPOATHOCT 3a (hajlliuBU
nosiokutenHu pesynraru (false positives). Burp Suite Professional, makap u ¢ mo-
MadbK OOXBAaT Ha OTKPUTH YSA3BUMOCTH, JIEMOHCTPUpPA BHCOKA HAJEKIHOCT U
TOYHOCT Ha pe3yiTaruTe. AHAJU3bT Ha TEXKECTTa Ha YSA3BUMOCTUTE IMOKa3Ba, 4ye
OWASP ZAP npemoctaBs  mo-mMpoka  HHPOpMALMs,  BKIIOYUTEITHO
MH(OPMAIIMOHHU U YS3BUMOCTHU C HUCKA TEKECT, KOUTO MOTaT Ja ObAar MoJe3HH B
paHHUTE eTanu OT pa3paborkara Ha codryep. Burp Suite Professional, ot cBos
CTpaHa, c€ OTIM4aBa ¢ GOKYCHPAHO OTKPUBAHE HA MO-3HAYMMHU YS3BUMOCTHU, KOETO
ro IIPaBU MOJAXOAI 32 (PUHAIHU MPOBEPKHU HA CUTYPHOCTTA.

KoMOuHnanusita oT [BaTra WHCTPYMEHTa IMpeajara ONTUMAJleH IMOAXOA 3a
OCHUT'ypsIBaHE HA CUTYPHOCTTa Ha yeO npuiiokeHus. TakaBa koMOMHaIMsI rapaHTHpa
KaKTO Obp30 HACHTU(PUIIMPAHE HA MOTEHLUHUAIHU PHUCKOBE, Taka M 3aJbJI0OYEHa
MIpOBEPKa 3a SIMMUHUPAHE HA KPUTUYHU YA3BUMOCTH.
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IHPUHOCH
Hayuynu npunocu:

HII-1. Pa3paboTren ¢ aBTOMaTU3WpaH METOHI 3a MOJCTUpaHEe Ha 3allaxu U
JTMHAMUYHO TECTBaHE, KOMTO ChKpamiaBa BpeMeTo ¢ 82% 3a uaeHTHpUKauui U
BaJIMIMPAHE HA YA3BUMOCTHU B yeO MPUIIOKEHUS CIIPSMO MOJTyaBTOMATUYHHSI METO/T
3a MOZIEJIMpPAHE Ha 3aIUIaxu.

Hay4HOo-npuJI0KHUA PUHOCH:

HIIII-1. N3BbplleH € CpaBHUTEJIEH aHAM3 HAa METOAUTE 3a MOJACIMpaHE Ha
3aIlJIaXy, BKJIIOYUTEIHO PBYHU, IOJYaBTOMAaTUYHM M ABTOMAaTU3WPAHU IOAXO[H,
KaTo ca UACHTU(PUIMPAHU TEXHUTE CUITHU U CJIa0u CTpaHHU.

HIIII-2. IIpensioxkeH € LSAI0CTEH MOAXOJA 3a yIpaBJIEHUE HAa CUTYPHOCTTa B
CI/CD tpbpbonpoBonu 4pe3 UHTETpUpPaHEe Ha MHCTpYMEHTH 3a ctatudHo (SAST) u
nuHamudHo (DAST) TectBane B DevSecOps pamka.

HIIII -3. HanipaBeHa € ChIIOCTaBKa HA pe3yATAaTUTE OT MOJACIIMPAHETO HA 3aIlJIaXu
C PE3YJITAaTUTE OT CTATUYHO U JUHAMUYHO TECTBAHE 32 YSI3BUMOCTH, KOETO rapaHTHUpa
MOCJIEI0BATEIHOCT U BaJUAHOCT HA aHAJU3A.

IIpunoxkHU NpUHOCH:

IIII-1. Ce3nanen e codTyepeH MpPOTOTUII HAa AaBTOMATU3MpaH KOHBEiep 3a
MOJICJIMPAHE Ha 3alljlaxyd U JUHAMHUYHO TECTBaHE, KoWTo m3noi3Ba Irius Risk u
OWASP ZAP, no3BonsiBailku €(p€KTUBHO YIIpPaBJICHHE HAa CUTYPHOCTTA B PAHHUTE
eTaru oT pa3zpaboTkara.

IIII-2. Ce3nanena € DevSecOps pamMka, KOSTO KOMOMHUpa WHCTPYMEHTH 3a
SAST (Snyk), DAST (OWASP ZAP) u monenupaHe Ha 3aljlaxd U OCHUTypsiBa
HEeNpeKbCHATa MHTErpalsl U MOHUTOPUHT Ha curypHoctTa B CI/CD TpB6OnpoBoau.

IIII-3. IIpoBenenu ca excnepumeHTH ¢ yed mpuioxeHueto Spring PetClinic,
JeMOHCTpHUpaly €(EeKTUBHOCTTAa Ha MpPEIJIOKEHUTE METOAU W HHCTPYMEHTH B
peagHu yCIOBUS.

III1-4. Pa3zpaboTeH € CKpUNT, KOMTO aBTOMAaTH3Mpa Mpoieca Ha MOJIeJTUpaHe Ha
sammaxu U DAST, karo ChIIEBPEeMEHHO MPEAOCTaBs BB3MOKHOCT 3a OBICIIO
Haarpaxzaane ¢ PYTM 3a HammbJIHO KOIOBa aBTOMATHU3ALIMA.
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Abstract of the Ph.D. Thesis

Lyuben Asenov Nikolov, M.Sc.
METHODS AND RESOURCES FOR ENSURING THE

SECURITY AND PROTECTION OF WEB APPLICATIONS

The primary objective of this dissertation is to conduct a comprehensive investigation into the
practices and methodologies employed by malicious actors in cyberspace for executing web-based
attacks. The research aims to propose and evaluate an integrated approach to automated threat
modeling, combining multiple tools and incorporating both static and dynamic vulnerability
assessment techniques to strengthen security throughout the software development lifecycle of web
applications. By embedding security mechanisms early and continuously within the development
process, the proposed framework aspires to enhance the resilience, reliability, and overall security
posture of web systems operating in today’s highly dynamic and distributed computing
environments. The research focuses on the speed and efficiency of threat identification approaches,
as well as the possibilities for improving web application security by implementing static and
dynamic vulnerability analysis methods. The emphasis is on improving these techniques to increase
accuracy, automation, and reduce response time when detecting security issues.

The object of study in this dissertation encompasses the approaches, methods, and algorithms
for threat modeling, as well as the processes of static (SAST) and dynamic (DAST) testing of web
applications, aimed at identifying, assessing, and mitigating vulnerability-related risks. The
research further examines the integration of these methods into the Software Development Life
Cycle (SDLC) and analyzes their impact on enhancing the security and efficiency of software
systems.

This dissertation emphasizes the significance of automation and integration of threat modeling
and vulnerability testing within modern DevSecOps practices. The dissertation demonstrates that
combining tools such as Irius Risk, OWASP ZAP, and Burp Suite Professional, supported by
automation scripts, considerably enhances the efficiency, accuracy, and speed of vulnerability
detection in web applications. The proposed automated approach minimizes human errors, shortens
testing time, and increases result reliability, offering a substantial improvement over traditional
manual or semi-automated methods. The outcomes confirm the effectiveness of the proposed
framework for optimizing the software development lifecycle by strengthening security, reducing
costs, and contributing to the advancement of cybersecurity practices in the software industry.
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